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Fractional Fourier transform-based chirp
radars for countering self-protection
frequency-shifting jammers

samer baher safa hanbali and radwan kastantin

Self-protection deceptive jammers create at the radar receiver output multiple-false targets that are impossible to isolate in
both time and frequency domains. In this paper, we introduce a novel technique based on fractional Fourier transform
(FrFT) to discriminate between the true target echo and those false targets in the case of frequency-shifting jammers. In
fact, we exploit the capability of the FrFT to resolve, in a matched manner, spectra that are overlapping in time and frequency.
This is a property that cannot be achieved using a standard matched filter. The theoretical analysis of this technique is
presented and its effectiveness is verified by simulation.
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I . I N T R O D U C T I O N

Chirp waveform is one of the most used signals in radars due
to its high Doppler tolerance [1]. But chirp radars are vulner-
able to different types of deceptive jammers such as digital
radio frequency memory (DRFM) repeater jammers that
have been widely used in electronic counter measures
(ECM). Since DRFM jammers retransmit the jamming
pulses behind the true target echo, they can be recognized
by radar systems easily [2]. This can be overcome by instant-
aneously retransmitting the radar pulse after shifting it in fre-
quency [3].

Frequency-shifting jammers benefit from the well-known
range-Doppler coupling property of chirp waveform, where
a copy of the radar signal shifted in frequency can be transmit-
ted as an echo to the radar to confuse it, because the jammer
signal in this case looks like the radar return [3].

Usually, matched filter detection is used in surveillance
radars. Unfortunately, the optimum detection of chirp
signals by a matched filter cannot distinguish the true target
from the false one in the time domain, because they are inter-
changeable in time, i.e. the false target may come before or
after the true one. Also in the frequency domain, their
spectra may be overlapping, which make them impossible to
isolate. In this paper, we use the fractional Fourier transform
(FrFT) to overcome these problems because it compresses and
resolves the overlapping true target echo and jamming pulses
in a matched manner in the fractional domain.

Recently, FrFT has been used in radar and sonar process-
ing. In [4], the FrFT is applied to airborne synthetic aper-
ture radar (SAR), where it is used to compress echoes
from slow moving targets. In [5], an FrFT-based receiver
is presented for the efficient detection and separation of
overlapping chirp acoustic signals in the time domain. In
[6], a radar-matched filter is implemented for a chirp
radar using FrFT. In [7], the FrFT is used for fast detection
and sweep rate estimation of pulse compression radar
signals. In [8] FrFT is used to enhance monopulse process-
ing in track radar, when additional targets appear in the
look direction beam.

The commonly used electronic counter-countermeasures
(ECCM) techniques are effective against some types of decep-
tive jammers. The coherence check technique compares
between the pulse rising time and the detected target (range
position after matched filter) in order to discriminate the
true target. Of course, this is applicable only at a certain
signal-to-noise ratio (SNR) of the incoming jamming pulse
[9]. The pulse-width discriminator technique measures the
width of each received pulse before the matched filter, also
this is applicable only at a certain SNR [9]. If the received
pulse is not of approximately the same width as the transmit-
ted pulse it is rejected. Pulse repetition interval (PRI) jitter
technique identifies the false targets returns if the deception
jammer uses a delay that is greater than a PRI period to gen-
erate false targets return [10], but this technique is inefficient
in the case of instantaneously retransmitting the radar pulse
after frequency-shifting. The frequency agility technique
changes the radio frequency of radar to make it impossible
to know what the radio frequency of the next pulse will be.
But if the jammer has a digital instantaneous frequency meas-
urement receiver (DIFM) that measures approximately the
first 50 ns of a pulse, it can quickly set to that radio frequency,
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because modern radars typically have pulses of several micro-
seconds long [10]. Orthogonal waveforms technique transmits
successive orthogonal waveforms that have low cross-
correlation [11], and when the jammer pulse lags behind the
true target pulse, it will not benefit from the pulse compres-
sion gain, a situation that is not applicable in the case of
frequency-shifting jammer. However, these techniques have
some drawbacks that make them unsuitable to counter
frequency-shifting jammer. Recently, FrFT filtering is used
for combating high-power manmade interference against
radar, with the assumption that the target position in the
radar return window is known [12]. More recently, the
works in [13–15] focus on countering deceptive jamming
based on DRFM only. Also we addressed countering some
types of frequency-shift jammer for the first time using
sweep bandwidth agility [16].

On the basis of the research mentioned above, the problem
of countering the different types of self-protection frequency-
shifting jammer at low SNR, which has not yet been consid-
ered, needs to be investigated. In this paper, we use the
FrFT at the radar receiver to counter these types of deceptive
jammers against surveillance radar. The FrFT compresses the
received signal in such a manner that the true target echo and
the jamming signal are resolved so that they can be separated,
each on its own. Then, after FrFT compression and separ-
ation, the resulting signals are returned to the frequency
domain where their spectra can be compared with spectrum
of the original radar chirp in terms of the center frequency
and the bandwidth. Finally, the true target can be discrimi-
nated from the jamming ones.

The paper is organized as follows. Section II presents an
overview of frequency-shifting jammers. In Section III, the
chirp pulse compression using FrFT is given. In Section
IV, the proposed radar anti-jamming technique is intro-
duced. Finally, Matlab simulation results are demonstrated
in Section V.

I I . F R E Q U E N C Y - S H I F T I N G
J A M M I N G

Repeater jammer can generate false target at the output of
chirp radar detector by instantly shifting the frequency of
radar signal, the amount of frequency shift determines the
relative distances between false and true targets [3]. For self-
protection jammer, the frequency-shifting generator is syn-
chronized with the received radar signal therefore the true
target and the jammer will have the same Doppler shift.
Otherwise, the jammer frequency-shift will introduce an add-
itional Doppler shift that is not correlated with the rate of
range change of the false target, so the radar can discriminate
against false targets [10]. The jammer retransmission may take
different modes such as single false target jamming, multiple-
false target jamming, and multiple-cover jamming [3].

A) Single false target jamming
Let x(t) be the complex representation of the transmitted
radar chirp [3]:

x(t) = 1��
T

√ rect
t
T

( )
ejmpt2

, t| | ,
T
2
, (1)

where T is the chirp duration, m ¼ B/T is the frequency
modulation slope, and B is the sweep bandwidth. Then, the
complex representation of the jamming signal is given by [3]:

xJ (t) = x(t)ej2pfJ t = ej2pfJ t+jpmt2
, t| | ,

T
2
, (2)

where fJ is the frequency shift of the jammer. The false target
lags behind the true target when fJ ,0 and leads it when fJ

.0 by a distance of d ¼ cfJ/2m.

B) Multiple-false targets jamming
In order to make it difficult for the radar to recognize the true
target, several false targets could be generated simultaneously
at the output of the matched filter. The frequency-shifting
jammer divides radar pulse into N parts, and then modulates
them by different frequencies. The first part is modulated by
fJ0, and the modulated frequency of each part is [3]:

fJn = fJ0 + n − 1( )D fJ , n = 1, 2, 3, . . . ,N, (3)

where DfJ is the difference between the modulation frequen-
cies of every two adjacent parts. The jamming signal now
is [3]:

xJn(t) = ej2pfJnt+jpmt2
,

t [ −T
2
+ n − 1

N
T,−T

2
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N
T
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(4)

In this case, all the false target have the same amplitude,
which is less than the amplitude of the true target by factor
1/N.

C) Multiple-cover Jamming
The multiple-cover jamming is better than the single false
target and multiple-false targets jamming [3], because it has
an effect of blanket jamming. In this case, the jammer
divides radar pulse into N parts at first, and then frequency
modulate each part linearly. This gives false targets each of
which covers some range in the frequency domain that is
more efficient in jamming. The jamming signal is written
now as [3]:

xJn(t) = ej2pfJnt+jp(m+mJ )t2
,

t [ −T
2
+ n − 1

N
T,−T

2
+ n

N
T

( )
,

(5)

where mJ is the frequency modulation slope of the jamming
signal.

I I I . C H I R P P U L S E C O M P R E S S I O N
U S I N G F R F T

The FrFT is a general form of the Fourier transform that
transforms a function into an intermediate domain between
time and frequency by rotating the time–frequency plane
[17, 18]. Compared with Fourier transform as shown in
Fig. 1(a), the FrFT of optimal angle, aopt, applied to LFM
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(linear frequency modulated) signal, maximally concentrates
the energy distribution of the signal in the fractional
domain as shown in Fig. 1(b). This illustrates the use of the
FrFT for pulse compression of chirp signals [19, 20].where u
and v are the axes of the fractional domain, and a is the trans-
form angle. Consider the axis rotation with angle a from (t, v)
to (u, v), as shown in Fig. 1(b). Then [21]:

u = t cosa+ v sina, (6)

v = −t sina+ v cosa. (7)

In this section, the mathematical analysis of the chirp pulse
compression using FrFT is derived as follows.

The continuous FrFT of a signal x(t) is given by [21, 22]:

Xa u( ) =
∫1

−1

x t( )Ka t, u( )dt, (8)

where Ka(t, u) is the transform kernel and is given by [21, 22]:

Ka(t,u)

=

����������
1−jcota

√
ej2p(t2+u2/2)cota−j2putcsc(a), a=np,n[ N

d(t−u), a=2np,n[ N

d(t+u), a=(2n+1)p,n[ N

e−j2ptu, a=(p/2)n,n[ N
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(9)

a being the transform fraction, and the inverses continuous
FrFT is given by [21, 22]:

x(t) =
∫1

−1

Xa(u)K−a(u, t)du . (10)

If Fa denote the operator corresponding to the FrFT of
angle a, then the following properties hold [21, 22]:

† F0 ¼ I: zero rotation gives the same input.
† Fp/2 ¼ F: rotation by p/2 gives Fourier transform.
† Fa(Fb) ¼ Fa+b: successive rotations are additive. This

means: Fa(F2a) ¼ F0 ¼ I.

Applying the FrFT to the chirp signal given by equation (1)
gives:

Xa(u) =
������������
1 − j cota

√
ejpu2 cota

∫+T/2

−T/2
ejpt2(m+cota)−j2put csc(a)dt.

(11)

For arbitrary values of a, the integral in this equation
involves an error function erf, which is a non-elementary
function. But when:

m+ cota = 0. (12)

A condition considered in [19, 20] as being optimal and
denoted by aopt, then equation (11) reduces to the simple

sinc function:

Xaopt (u) =
��������������
1 − j cotaopt

√
ejpu2 cotaopt .T

sin[p(u cscaopt)T]
p(u cscaopt)T

.

(13)

Usually, m ≫ 1, so equation (12) gives cscaopt ≈ m, and con-
sequently,

��������������
1 − j cotaopt

√∣∣∣ ∣∣∣ ≈ ��
m

√
. Hence,

Xaopt u( )
∣∣∣ ∣∣∣ = ����
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√

.
sin(pBu)
pBu

. (14)

This is the same equation as that of the matched filter for a
chirp signal when BT ≫ 1. This means that the FrFT behaves
like a matched filter for the chirp signal, therefore the trad-
itional radar processing e.g. clutter rejection (Doppler filter-
ing, Moving Target Indicator) [23], and constant false alarm
rate (CFAR) can be used with FrFT. In addition, FrFT can sep-
arate the overlapping true target echo and jamming pulses
which matched filter cannot do. However, the SNR at the
output of the FrFT is half that at the output of the correspond-
ing matched filter [24]:

SNRout, FrFT = SNRout, matched filter

2
. (15)

The computation complexity of the proposed technique
depends on the implementation of FrFT. The fast FrFT is
approximated using algorithms based on the fast Fourier
transform (FFT) [17, 18], and it was shown that the fast
FrFT has a computational complexity O(N logN) [25],
which is suitable for practical application [5].

I V . T H E P R O P O S E D R A D A R
A N T I - J A M M I N G T E C H N I Q U E

The properties of the retransmitted jamming pulse of each
jammer that is presented in Section II are summarized in
Table 1:

As shown in Table 1, the bandwidths of the retransmitted
jamming pulses are narrower, or frequency shifted, in com-
parison with the transmitted radar pulse. However, they are
overlapping with the true target echo in the time and fre-
quency domains, and therefore, the matched filter cannot sep-
arate them. Here, the FrFT can be used to separate these
overlapping pluses in a matched manner. After separation,
they can be isolated and returned to frequency domain.

Figure 2 shows the block diagram of the proposed anti-
jamming technique to counter frequency-shifting jammer
using FrFT. The white boxes represent the conventional
radar, and the grey boxes are added to implement the pro-
posed technique. In the normal operating mode, the detection
decision is taken from output (1), and when the radar needs to
counter frequency-shifting jamming, the detection decision is
taken from output (2).

As shown in Fig. 2, r(t) is the baseband received signal, and
r(t) is the received signal after FrFT compression. r(t) is com-
posed of the sum of the true target echo x(t), the jamming
signal xJ (t), and a white Gaussian noise n(t).

Let fJ denotes the jammer’s frequency shift. When the
jammer shifts radar pulse by fJ (mode a), the received signal
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equals:

r(t) = x(t) + xJ (t) + n(t) = x(t) + x(t)ejwJ t + n(t), (16)

where wJ ¼ 2pfJ.
The proposed technique is intended to compress both the

true target and the jamming signals as follows.

Fa(r(t)) = Xa(u) + XJ,a(u) + Na(u). (17)

By using the modulation property of the FrFT [21, 22]:

Fa(x(t)ejwt) = e−jw2(sina cosa)/2+juw cosaXa u − w sina( ) (18)

And at the optimum value of a, Xa(u) is given by equation
(13), and using equations (2) and (12) we get:

Faopt (r(t)) =
��������������
1 − j cotaopt

√
.T ejpu2 cotaopt

sin(pBu)
pBu

{

+kejp(u−wJ sinaopt )2 cotaopt
sin[pB(u − wJ sinaopt)]
pB(u − wJ sinaopt)

}

+ Na(u). (19)

where k = e−jw2
J (sinaopt cosaopt ) /2+juwJ cosaopt .

Equation (19) shows that, apart from the noise component
Na(u), the output of the FrFT is composed of two sinc

functions separated on the u-axis by a value of wJsinaopt. But:

wJ sinaopt =
2pfJ

m
, (20)

where wJ ¼ 2pfJ and sinaopt ≈ 1/m as shown above.
As far as the noise is concerned, the FrFT is a linear trans-

form, and therefore the probability distribution of the noise at
its output does not change.

When the jammer divides radar pulse into N parts as
shown in Table 1 (modes b and c), and modulates them by dif-
ferent frequencies, then there are N compressed jamming
signals at the FrFT output, hence equation (19) becomes:

Faopt (r(t)) =
��������������
1 − j cotaopt

√
.T ejpu2 cotaopt

sin(pBu)
pBu

{

+
∑N

n=1

knejp(u−wJn sinaopt )2 cotaopt

N

.
sin[p(B/N)(u − wJn sinaopt)]
p(B/N)(u − wJn sinaopt)

}
+ Na u( ), (21)

where wJn ¼ 2pfJn, kn = e−jw2
Jn(sinaopt cosaopt ) /2+juwJn cosaopt . As

shown in equations (19) and (21), the main advantage of
using FrFT instead of radar matched filter is its capability to
separate the overlapping true target echo and jamming pulses.

In practice, all the signals received by radar, being true
target return or false targets signals, are subject to Doppler
shift, since the target is moving. The output of the FrFT
includes the effect of that Doppler shift and must be compen-
sated for when returning that output to the frequency domain.
In the case of single false target (mode a), the Doppler com-
pensation is required. It is not required in the case of multiple-
false targets or multiple cover targets (modes b and c) because
the jamming pulses have narrower bandwidth than the target
pulse, thus they can be discriminated easily. The value of the
Doppler shift is already estimated by the radar as shown in
Fig. 2.

The process of the proposed technique is shown in Fig. 2,
and it goes as follows:

Fig. 1. (a) Projection of chirp signal onto Fourier domain (b) Projection of chirp signal onto fractional Fourier domain.

Table 1. The properties of different jamming signals.

Mode Repeater jammer type The bandwidth
of each jamming

pulse

Spectrum offset
of each

jamming pulse

a Frequency-shifting
jamming, single false
target

B fJ

b Frequency-shifting
jamming,
multiple-false targets

B/N fJn

c Frequency-shifting
jamming,
multiple-cover targets

B/N fJn
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1. Calculate the optimum transform fraction aopt of the FrFT
in the discrete domain using equation (22) [5, 6].

aopt = − tan−1 F2
s

mL

( )
, (22)

where L is the number of samples in the time received
window, and Fs is the sampling frequency used in the
radar system. It is worth mentioning that aopt is constant
and known beforehand to the radar because it depends
on the frequency modulation slope of the transmitted
chirp.

2. The received signal (target echo and jamming signal) is
compressed into Sinc function pulses using FrFT at aopt

that has a pulse compression gain of BT according to equa-
tion (14).

3. The Sinc pulses are isolated into independent signals after
detection using CFAR. According to equation (14), it was
shown that the FrFT behaves like a matched filter, the
Rayleigh resolution equals 24 dB width of the main lobe
[26]. Now, for each main lobe, the peak position sample
and the adjacent samples (at the 24 dB level on both
sides) are kept and the remaining samples are put to
zero. In this manner, the different signals are individually
separated, and then returned to the frequency domain by
FrFT using the complementary value of aopt, i.e. p/2 2

aopt.
4. The 23 dB bandwidth and the center frequency of each

spectrum is determined, and compared with the spectrum
of the transmitted chirp after compensation for the

Doppler shift. The signal that has the smallest differences
of the center frequency and sweep bandwidth is considered
as the true target.

5. Finally, the start time of the true target echo tst, in the time
domain, is calculated using equation (23) [6]:

tst = sin(aopt)
−(B/2)
(Fs/L) + B(L/MT )

2 × (Fs/L)

[ ]
− PP

{ }
/ cos(aopt) ,

(23)

where PP is the peak position of the compressed pulse in the
fractional domain, and MT is the number of signal samples:
MT ¼ T × Fs.

In electronic warfare, the jammer system does not use high
jammer-to-signal ratio (JSR). This is because high jamming
power makes the jammer vulnerable to hostile ARM (anti-
radiation missile) attack. Nonetheless, when high JSR is
used, a mutual target masking occurs; the strong false target
that falls within the CFAR reference window will bias the
threshold. Consequently, the conventional CFAR masks the
weaker of the two closely spaced targets. Therefore, a modified
CFAR is used such as the smallest-of cell average CFAR
(SOCA-CFAR), trimmed mean (TM) or censored (CS)
CFAR, and order statistics (OS) CFAR, which are designed
to suppress mutual target masking. But these methods
exhibit additional complexity, higher computational cost,
and a higher CFAR loss, in terms of SNR, above the conven-
tional CFAR due to the use of lower number of cells instead of
N [26, 27].

Fig. 2. The block diagram of the proposed radar anti-jamming technique. Non-shaded boxes represent the traditional radar structure, and the shaded ones
represent the new part that exploit FrFT in the spectra resolution.
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V . S I M U L A T I O N A N D R E S U L T S

Next, we will use the proposed radar anti-jamming technique
mentioned in Section IV, in order to counter the jammers
assumed in this paper. For example, we assume these parameters.
B¼ 4 MHz, T¼ 100 ms, MT¼ 4000, Fs¼ 16 MHz, L¼ 32,
000 samples. The optimum order of FrFT is aopt¼20.1257
after calculation using equation (22). As shown in Table 1, the
jamming retransmission may take different modes (a–c)

A) Countering Jamming mode a
In this case, there is one false target in addition to the echo of
the true target. Now, since fJ ≪ B, the two spectra of the true
and false targets will be overlapping and cannot be separated
in the frequency domain. But at the output of the FrFT they
are well separated and they can be easily isolated in two differ-
ent signals, as shown in Figs 3(a) and 3(b), respectively. The
resultant two isolated FrFT signals are now returned to the
frequency domain to give the two independent spectra
shown in Fig. 3(c), the solid curve belongs to the true target
and the dotted one belongs to the false target. Clearly, one
can now figure out which represents the true target after com-
parison with the spectrum of the transmitted chirp.

B) Countering jamming modes (b and c)
In this case, the jamming pulses are overlapped with the true
target echo at the input of FrFT, and they have a narrower

bandwidth than the true target echo. Figures 4(a) and 4(b)
show the simulation results of the proposed anti-jamming
technique when as an example there are eight jamming
pulses. After FrFT pulse compression and filtering, each com-
pressed pulse is returned from fractional to frequency
domains as shown in Fig. 4(c), the solid curve belongs to
the true target and the dotted ones belong to the false
targets. Clearly, one can now figure out which represents the
true target after comparison with the spectrum of the trans-
mitted chirp.

V I . C O N C L U S I V E R E M A R K S

We have shown that the proposed anti-jamming technique
benefits from the pulse compression gain of FrFT and its
capability to separate the overlapping chirps in time and fre-
quency domains, which cannot be achieved using a standard
matched filter. But this happens at a cost of 3 dB in terms of
SNR. In addition, it was shown that using CFAR extensions,
e.g. SOCA-CFAR, CS-CFAR, and OS-CFAR, this can not
only overcame the mutual target masking problem due to
high JSR, but also this introduces a higher CFAR loss
above the conventional CFAR. To the best of the authors’
knowledge, and apart from what is given by [16], other
ECCM techniques cannot be used to counter jammers of
the sort assumed in this paper.

Fig. 3. Countering single false targets jamming. (a) The FrFT of the received
signal. (b) The main lobes after separation. (c) The spectra of separated signals.

Fig. 4. Countering multiple-false targets jamming. (a) The FrFT of the
received signal. (b) The main lobes after separation. (c) The spectra of
separated signals.
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V I I . C O N C L U S I O N

The conflict between jamming and anti-jamming is a permanent
combat. There is no jamming that cannot be suppressed, and no
radar that cannot be jammed. In this paper, we proposed anti-
jamming technique based on the FrFT to counter self-protection
frequency-shifting jammer against surveillance chirp radar. The
theoretical analysis and simulation results show that FrFT can
compress and separate the overlapping true target echo and
jamming signal, and then the true target is discriminated after
the comparison between the spectrum of each separated signal
and the spectrum of the transmitted chirp in term of the
center frequency and sweep bandwidth. Despite the fact that
the FrFT is inferior to the matched filter by 3 dB. The proposed
technique works well where a matched filter does not work. In
addition, it is suitable for practical application.
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