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Abstract

The Digital Markets Act (DMA) is a rare bird in competition policy. Indeed, it is a hybrid framework
incorporating the institutional setting of a regulatory tool as well as the conduct already targeted by
antitrust authorities in proceedings against digital platforms. From a policy perspective, the DMA
seeks to prevent some anticompetitive practices. To this end, the EU legislator has construed an
intricate set of provisions pursuing different policy goals. After setting out these goals in relation to
the proclaimed legal interests protected by the DMA (ie, contestability and fairness), the paper
uncovers the policy goals underlying each of the provisions. Relying on the first round of compliance
reports issued by gatekeepers in March and October 2024, the analysis aims at providing adequate
pathways to measure the DMA’s success, based on the explicit legal interests and implict policy goals
fleshed out by the regulation. The paper maps out market scenarios where policymakers can assert
that the DMA’s enforcement has been effective.
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I. Introduction

The adoption of the Digital Markets Act (DMA or Regulation) follows a clear premise.1 EU
competition law is deemed ineffective to police anti-competitive conduct in digital
markets.2 The alleged failure derived from slow-paced antitrust sanctioning proceedings as
well as the complex construction of theories of harm revolving around novel types of
digital conduct justify its appearance in the EU’s regulatory framework.3 According to such
a narrative, competition authorities took too long to set forth their cases and, even when

© The Author(s), 2025. Published by Cambridge University Press. This is an Open Access article, distributed under the terms of the
Creative Commons Attribution licence (https://creativecommons.org/licenses/by/4.0/), which permits unrestricted re-use,
distribution and reproduction, provided the original article is properly cited.

1 Regulation (EU) 2022/1925 of the European Parliament and of the Council of 14 September 2022 on
contestable and fair markets in the digital sector and amending Directives (EU) 2019/1937 and (EU) 2020/1828
(Digital Markets Act) [2022] OJ L 265/1.

2 Ibid, Recital 5.
3 See Margrethe Vestager, “Remarks on the opening of non-compliance investigations under the Digital

Markets Act” (2024) <https://ec.europa.eu/commission/presscorner/detail/en/speech_24_1702> (all the links
were last visited on 17 September 2024), stating that the DMA was born out of a reflection process “very much
influenced by our antitrust enforcement experience where we have seen the temptation to flout the law. We have
brought several antitrust cases in the tech sector which ultimately led to the DMA. These include cases against
Google (Shopping, Android, AdSense and the on-going AdTech investigation), Apple (the AppStore and Apple Pay
cases), or Amazon (Buy Box/Prime/Data).” See also Friso Bostoen, “Understanding the Digital Markets Act” (2023)
68 The Antitrust Bulletin 264; Marco Cappai and Giuseppe Colangelo, “Taming Digital Gatekeepers: The More
Regulatory Approach to Antitrust Law” (2021) 41 Computer Law & Security Review 105559; Filomena Chirico,
“Digital Markets Act: A Regulatory Perspective” (2021) 12 Journal of European Competition Law & Practice 493.
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they managed to do so, intense litigation slowed the enforcement of those antitrust
provisions. Even when litigation resulted in a victory for enforcers, remedies came short of
working as the antiseptic means to restore the competitive process to its original
undistorted state.4 In sum, EU competition law failed to deliver effective enforcement with
respect to the fast-paced, complex, and intricate nature of digital players and ecosystems.5

The DMA’s effective enforcement stands as the means to address such an enforcement
failure. The regulation mandates its regulatory targets (gatekeepers) to submit their
compliance reports setting forth the technical implementations and changes to their
business models they believe to satisfy the threshold of the DMA’s effective enforcement.6

The European Commission (EC) faces a daring task in assessing those compliance reports,
precisely because the DMA stands as a hybrid regulatory instrument.7 Similarly to the
application of antitrust rules, the EC holds the power to enforce the DMA’s provisions via
its punitive powers. In fact, the EC opened six non-compliance proceedings to determine
the regulation’s breach, suggesting that legal disputes with the gatekeepers in litigation
may become commonplace.8 These initial results question the call to ensure a quick and
effective implementation of the new rules.9

From the substantive perspective, the DMA’s obligations do not correspond with a
single idea of enforcement. The EC has constantly repeated that the DMA is not output-
oriented.10 The regulation establishes market opportunities for business users that they

4 The paradigmatical case used as an example of the ineffective enforcement of EU competition law is the
European Commission’s decision in Google Shopping (Case AT.39740, [2017] C(2017) 4444 final).

5 Commission Staff Working Document, “Impact Assessment Report accompanying the Proposal for a
Regulation of the European Parliament and of the Council on contestability and fair markets in the digital sector
(Digital Markets Act)” [2020] SWD/2020/363 final, paras 2–4 and 9–14.

6 Gatekeepers’ compliance reports are available at<https://digital-markets-act-cases.ec.europa.eu/reports/co
mpliance-reports>. On the relevance of compliance reports, see Jacques Cremer, David Dinielli, Paul Heidhues,
Gene Kimmelman, Giorgio Monti, Rupprecht Podszun, Monika Schnitzer, Fiona Scott Morton and Alexandre de
Streel, “Enforcing the Digital Markets Act: Institutional Choices, Compliance, and Antitrust” (2023) 11 Journal of
Antitrust Enforcement 315. For a brief overview of the compliance reports, see Alba Ribera Martínez, “Full
(Regulatory) Steam Ahead: Gatekeepers Issue the First Wave of DMA Compliance Reports” (2024)<https://compe
titionlawblog.kluwercompetitionlaw.com/2024/03/11/full-regulatory-steam-ahead-gatekeepers-issue-the-first-
wave-of-dma-compliance-reports/>. In May 2024, Booking was added to the list of gatekeepers for its online
intermediation service: see European Commission, “Commission designates Booking as a gatekeeper and opens a
market investigation into X” (2024) <https://ec.europa.eu/commission/presscorner/detail/en/IP_24_2561>.

7 On the idea of the DMA’s hybrid nature, see Anna Tzanaki and Julian Nowag, “The Institutional Framework of
the DMA: From Hybrid to Mature?” (2024) <https://papers.ssrn.com/sol3/papers.cfm?abstract_id=4574518>.

8 See European Commission, “Commission opens non-compliance investigations against Alphabet, Apple and
Meta under the Digital Markets Act” (2024)<https://digital-markets-act.ec.europa.eu/commission-opens-non-co
mpliance-investigations-against-alphabet-apple-and-meta-under-digital-markets-2024-03-25_en>, opening five
non-compliance procedures against Google with regards to Articles 5(4) and 6(5), Apple with regards to Articles
5(4) and 6(3) as well as against Meta regarding Article 5(2) DMA. More recently, see also European Commission,
“Commission sends preliminary findings to Apple and opens additional non-compliance investigation against
Apple” (2024) opening an additional non-compliance procedure against Apple with regards to Article 6(4),
<https://digital-markets-act.ec.europa.eu/commission-sends-preliminary-findings-apple-and-opens-additional-
non-compliance-investigation-2024-06-24_en>.

9 The discussion also encompasses the decision-making process within antitrust enforcement, debating
between the rule of reason and bright-line rules: see, eg, Daniel A Hanley, “In Praise of Rules-Based Antitrust”
(2024) 2 CPI Antitrust Chronicle 20.

10 See Richard Feasey and Alexandre de Streel, “DMA Output Indicators” (2023) CERRE Draft Issue Paper
<https://cerre.eu/wp-content/uploads/2023/07/CERRE-Draft-Issue-Paper-DMA-Output-Indicators.pdf>. EC offi-
cials have repeatedly highlighted that the transformation of the DMA of the structures of digital markets will be
dependent on how business users grasp new opportunities and benefits open to them because of its application,
but outcomes are not directly expected as a result: see Olivier Guersent, “Keynote Speech at the Annual CRA
Brussels Conference” (2023) <https://competition-policy.ec.europa.eu/system/files/2023-12/20231206_CRA_co
nference_Olivier-Guersent_speech.pdf>.

2 Giuseppe Colangelo and Alba Ribera Martínez
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must seize so to activate the DMA’s real potential. As a result, it is quite complex to
determine where effective enforcement lies since impacts on consumers are not directly
secured nor ensured via the DMA’s application.

Against this background, the paper responds to the question of where we should be
looking at if we are to determine if the DMA’s enforcement is effective. One cannot simply
assert that effective enforcement is achieved when a certain number of competitors
populate the gatekeeper’s core platform services. Structural challenges may persist when
several competitors are present in the same market. Therefore, the paper takes recourse to
the notion of “metrics” to flesh out where does the threshold of effective enforcement lie.

The task is challenging from a theoretical perspective, since there are very few
indications by the letter of the law pointing towards a particular direction. Both the EC and
the gatekeepers have shied away from providing any indication of how success for the
DMA should be defined. In fact, the EC directly transferred the whole responsibility of this
task onto the gatekeepers by compelling them to detail within their compliance reports
how each one of their technical implementations complied with the broader objectives of
contestability and fairness and with each provision’s goal.11 To this call, gatekeepers
evaded any type of definite response.

In response to the loud silence, the paper uncovers the DMA’s secret metrics for success
by engaging with the regulation’s main objectives, ie, contestability and fairness, and the
implicit policy goals underlying each one of the substantive provisions contained under
Articles 5, 6 and 7. Notably, the paper uncovers the following five main policy goals
enshrined by the DMA: (i) market modelling; (ii) consumer choice; (iii) eliminating
restrictions that favour the platform’s openness; (iv) neutralising competitive advantages;
and (v) enhancing transparency. By combining both aspects of the DMA’s successful
enforcement, the paper sets forth the European Commission’s enforcement capabilities.
That is, the practical challenges it will face in applying its provisions, correlated to its
policy goals. By doing so, the paper highlights the relevance of setting forth those policy
goals, since only by uncovering one can analyse, in all honesty, whether the DMA may
render effective and successful results in the market.

The paper is structured as follows. Section II explores the meaning of the legal interests
protected by the DMA and provides a classification of the provisions accordingly. Section
III outlines the DMA’s long-term policy goals by examining its provisions in relation to the
EC’s enforcement capabilities. Section IV analyses Alphabet’s compliance with Article 5(4)
DMA as a case study to demonstrate the correlation and challenges in the DMA’s effective
enforcement. Section V concludes.

II. Metrics for defining the European Commission’s effective enforcement

Article 1(1) DMA sets out the Regulation’s main objectives in terms of ensuring contestable
and fair digital markets. These goals come within the wider purpose by which the DMA
aims at levelling the playing field of digital markets.12 In light of the economic
characteristics commonly associated with most digital platforms (eg, extreme scale
economies, very strong network effects or a significant degree of dependence on both

11 The shift was made clear via the European Commission’s regulatory template on Article 11 DMA: see
European Commission, “Template Form for Reporting Pursuant to Article 11 of Regulation (EU) 2022/1925 (Digital
Markets Act) (Compliance Report)” (2023) <https://digital-markets-act.ec.europa.eu/document/download/
904debdf-2eb3-469a-8bbc-e62e5e356fb1_en?filename=Article%2011%20DMA%20-%20Compliance%20Report%
20Template%20Form.pdf>.

12 See DMA, supra, note 1, Recital 54, and European Commission, “Inception Impact Assessment” (2020)
<https://ec.europa.eu/info/law/better-regulation/>.
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business users and end users),13 the DMA reverses the antitrust error-cost framework by
establishing per se obligations upon the designated targets.14 Once a gatekeeper is
designated under the Regulation, it must comply with the mandates set forth in Articles 5,
6, and 7 in a period of six months.15

The shift from the application of antitrust rules to the regulatory approach is substantial.
Instead of the burden of initial intervention and proof lying with the enforcer, the regulatory
target must demonstrate how it integrates compliance solutions into its business model in
line with the DMA’s objectives of contestability and fairness.16 In this context, one would
expect the DMA’s obligations and aims to be eminently easy to apply and pursue in practice.
EC officials have constantly remarked on the fact that the DMA sets out clear rules. With this
idea in mind, gatekeepers would know exactly what compliance should look like.17

However, such a legal certainty is not a given. As opposed to the obligations under
Article 5, termed self-executing obligations,18 Articles 6 and 7 establish a set of obligations
open to further specification, through the venue of regulatory dialogue illustrated in
Article 8(2). Therefore, there is an implicit recognition that Articles 6 and 7 DMA at least
are not so clear-cut regarding the technical transformations they require.19

From the substantive perspective, the provisions apply irrespective of the underlying
functioning of the gatekeeper’s business model. The DMA does not directly address the
formula by which gatekeepers claim to create and capture value in digital markets. Hence,
the same bar of compliance applies to all core platform services (CPSs) catered by
gatekeepers, regardless of the extent to which they feed on strong network effects, data
advantages, or the mechanics of market tipping.20

The concepts of fairness and contestability act as touchstones to the DMA’s
enforcement in more than one way.21 First, they are the main objectives of the

13 See DMA, supra, note 1, Recital 2, remarking on all these economic features as reasons justifying its
proportionality.

14 For an analysis of the reversal of the error-cost framework, see Elias Deutscher, “Reshaping Digital
Competition: The New Platform Regulations and the Future of Modern Antitrust” (2022) 67 The Antitrust Bulletin
302. Regarding the nature of the DMA’s provisions as per se rules, see Petit, supra, note 21, 529.

15 DMA, supra, note 1, Article 3(10).
16 Pablo Ibáñez Colomo, “The Draft Digital Markets Act: A Legal and Institutional Analysis” (2021) 12 Journal of

Competition Law & Practice 562
17 For instance, see Nicholas Hirst, “Tech gatekeepers face enforcement action if not compliant with DMA by

March, Koenig says” (2024)<https://mlexmarketinsight.com/news/insight/tech-gatekeepers-face-enforcement-
action-if-not-compliant-with-dma-by-march-koenig-says>.

18 Chirico, supra, note 3, 495. The categorisation of those provisions as self-executing is not completely
straightforward, insofar as it is not particularly clear how gatekeepers should comply with some of the mandates
contained under Art 5, most notably the prohibition on processing, cross-using and combining personal data
across core platform services.

19 This differentiation has clear repercussions on the DMA’s public enforcement regarding the terms of
engagement between the EC and the gatekeeper, but it also has a clear impact on private enforcement, see
Assimakis P Komninos, “The Digital Markets Act and Private Enforcement: Proposals for an Optimal System of
Enforcement” (2021) N. Charbit and S. Gachot (eds.), Eleanor M. Fox: Antitrust Ambassador to the World, Concurrences,
425. At the moment of writing, the EC triggered two specification proceedings relating to Apple’s compliance with
the interoperability provision, see Directorate-General for Competition and Directorate-General for
Communications Networks, Content and Technology, “Commission starts first proceedings to specify Apple’s
interoperability obligations under the Digital Markets Act” (2024) <https://digital-markets-act.ec.europa.eu/co
mmission-starts-first-proceedings-specify-apples-interoperability-obligations-under-digital-2024-09-19_en>.

20 On this same point, see David J Teece and Henry J Kahwaty, “Is the Proposed Digital Markets Act the Cure for
Europe’s Platform Ills? Evidence from the European Commission’s Impact Assessment” (2021) 5, <https://www.
thinkbrg.com/insights/publications/digital-markets-act-eu-impact-assessment/>.

21 On the multi-dimensional nature of the notions of contestability and fairness, see Alba Ribera Martínez,
“Rocking the Contestability and Fairness Foundations: Multi-Level Governance and Trust Relations for
Futureproofing the DMA’s Effectiveness” (2023) 104 European Yearbook of International Economic Law 14.

4 Giuseppe Colangelo and Alba Ribera Martínez
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Regulation and influence all the EC’s actions in interpreting the DMA’s provisions.
Accordingly, each one of the solutions presented by the gatekeepers must correspond to
these objectives. Second, contestability and fairness permeate the regulatory mandates
contained under Articles 5, 6, and 7 DMA. Therefore, they play a role in fleshing out the
policy outcomes that each of the twenty-three mandates outlined in the aforementioned
articles seek to achieve.

1. Contestability as potential competition
As set out under Article 1(1) and Recital 32 DMA, contestability is a means to an end. It is a
means to eliminate barriers to entry and expansion undermining the ability of
undertakings to contest, based on competition on the merits, the gatekeeper’s position
in the market as well as to impact the innovation potential of the wider platform economy.
This objective is clearly linked to the economic features of CPSs that imbalance
competition and innovation.22

Recital 32 states that the lack of contestability is not a matter of the number of
competitors which populate the market. Instead, in order to promote inter-platform
competition, the locus of attention is focused on the presence of barriers to entry or
expansion hindering the exercise of competition at the platform level.23 The Regulation
does not define what economic characteristics of the digital platforms are to be
understood as barriers to entry and expansion undermining inter-platform competition.
The DMA sets out in the abstract the economic features that have led digital markets to tip
the scales in favour of gatekeepers. But it does not indicate whether all of them are
barriers to entry and expansion or even whether they may be reversed via the imposition
of antitrust-like remedies. Economists have been discussing for decades now whether a
particular economic characteristic is a barrier to entry and expansion.24 Assuming that the
DMA takes the widest conception possible of those barriers, it builds on the traditional
definitions of economic and legal barriers set out by Bain in the 1950s.25 Entry to a market
is assumed unprofitable until information asymmetries and market imperfections can be
compensated.

The DMA presumes that all these economic features apply equally to all CPSs and
gatekeepers across the board. Economic reality trumps this one-size-fits-all approach.
Some CPSs are not as contestable as others. For instance, switching costs are not as intense
on web browsers as they are on online social networking services. In a similar vein, within
the same category of CPSs it may well be the case that contesting a gatekeeper’s position
may be easier than disputing another incumbent’s situation in the market. One such
example is that of a number-independent interpersonal communications services (NIICS).

22 DMA, supra, note 1, Recital 32. See also Oliver Budzinski, Sophia Gaenssle, and Annika Stöhr, “Outstanding
relevance across markets: A new concept of market power?” (2020) 3 Concurrences 38.

23 Bostoen, supra, note 3, 266. In a similar vein, arguing that digital regulation promoting contestability is
aimed at diminishing the benefits from network effects and data advantages, see Lazar Radic, Geoffrey A Manne,
and Dirk Auer, “Regulate for What? A Closer Look at the Rationale and Goals of Digital Competition Regulations”
(2024) ICLE White Paper <https://laweconcenter.org/resources/regulate-for-what-a-closer-look-at-the-rationa
le-and-goals-of-digital-competition-regulations/>.

24 The discussion is illustrated in Preston R Fee, Hugo M Mialon, and Michael A Williams, “What Is a Barrier to
Entry?” (2004) 94 American Economic Review 465, building on Bain’s work but also on George J Stigler, The
organization of industry, (1968) Homewood:Irwin, and Franklin M Fisher, “Diagnosing Monopoly” (1979) 19
Quarterly Review of Economics and Business 23.

25 Joe S Bain, Barriers to New Competition: Their Character and Consequences in Manufacturing Industries (1956)
Cambridge: Harvard University Press. The recognition of this structuralist approach under the DMA, from an
economic perspective, derives from Amelia Fletcher, Jacques Crémer, Paul Heidhues, Gene Kimmelman, Giorgio
Monti, Rupprecht Podszun, Monika Schnitzer, Fiona Scott Morton, and Alexandre de Streel, “The Effective Use of
Economics in the EU Digital Markets Act” (2024) 20 Journal of Competition Law & Economics 1.
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The EC has only designated two NIICS belonging to the same gatekeeper (Meta’s WhatsApp
and Messenger). However, the same economic characteristics (and, thus, the barriers to
entry and expansion hindering the competitors’ capacity to contest their market position)
do not apply to them with the same intensity and degree.26 Even though both build on
strong network effects, Meta’s WhatsApp service is much more prominent in its position as
the by-default messaging service end users access in the EU. The same network effects
apply to some extent to Messenger, but they only influence market outcomes in
proportion to their link with the CPS’s integration with Facebook.

Contestability under the DMA is primarily adversarial. In other words, it can only be
enhanced when one or several business users compete with the gatekeeper’s position,
regardless of the value proposition each of them caters to end users. Therefore, it may be
the case that the DMA may only facilitate the replacement of gatekeepers without
addressing diversification. Following the terms of Recital 32, increased contestability could
simply mean that business users have a credible opportunity to replicate the gatekeeper’s
operations.27

Against this backdrop, the paper translates the wider contestability objective into an
identifiable metric. To this end, the paper identifies contestability with those provisions
and scenarios promoting potential competition, understood as the springboard for
existing and new sources of competition.28 Indeed, by eliminating barriers to entry and
expansion, the DMA strives to trigger the emergence of competitors in two fundamental
manners. First, by enhancing the competitive situation of existing rivals, which have
populated the market alongside gatekeepers in the past. Second, by creating favourable
market conditions to foster market entries at the inter-platform level with the capacity to
successfully compete against gatekeepers. Under Section II.C, the paper sets out those
DMA’s provisions that (individually or in conjunction with the goal of fairness) pursue one
of these manifestations of potential competition.29

2. Fairness as conflicts of interest: value appropriation and conditions of access and
competition
According to the DMA, gatekeepers impose unfair terms and conditions upon their
business users to hinder them from fully capturing the benefits of their own contribution
to the markets. The DMA’s depiction of fairness addresses these imbalances between the
rights and obligations of business users where the gatekeepers obtain a disproportionate
advantage (intra-platform competition).30 Thus, the fairness objective is purely
redistributive in nature.31 Since gatekeepers have unfairly appropriated monopoly rents
from the value that business users create on their platforms, the regulatory tool aims to
correct this by redistributing them to business users.32

26 See General Court, Case T-1077/23, ByteDance v Commission, EU:T:2024:478, para 183, recognising that different
CPSs may be characterised by different degrees of intensity in terms of multi-homing.

27 This impact is also noted in John Davies, Valérie Meunier, Gianmarco Calanchi, and Angelos Stenimachitis, “A
Missed Opportunity: The European Union’s New Powers over Digital Platforms” (2022) 67 The Antitrust Bulletin
505.

28 On the concept of potential competition, see Herbert Hovenkamp, “Potential Competition” (forthcoming)
Antitrust Law Journal.

29 Nicolas Petit, “The Proposed Digital Markets Act (DMA): A Legal and Policy Review” (2021) 12 Journal of
European Competition Law & Practice 540.

30 DMA, supra, note 1, Recital 33.
31 Pablo Ibáñez Colomo, The New EU Competition Law, (2024) Oxford: Bloomsbury, 133.
32 For an in-depth analysis of the rents that digital platforms may appropriate, see Nicolas Petit and David

J. Teece, “Innovating Big Tech firms and competition policy: favoring dynamic over static competition” (2021) 30
Industrial and Corporate Change 1168.
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The Regulation does not point out what type of redistribution should apply, namely
whether surplus must be allocated depending on each business user’s value brought to the
market or whether the appropriation of value should take place irrespective of their
economic profits. The value of fairness under the DMA cannot be categorised into a single
manifestation narrowing the gap between an unfair and a fair outcome.33 More than a
tractable metric for identifying effective enforcement, fairness is a value bearing an
amorphous nature, depending on the individual consideration of the configuration of the
market and each CPS’s economic characteristics.

Following upon the DMA’s silence, the paper translates fairness into a single definition
applying across the board to identify unfair conduct in the eyes of the regulation, ie, the
presence of conflicts of interest. The DMA’s scope of application predetermines this
finding. Indeed, for an undertaking to qualify as a gatekeeper, it must provide a CPS which
is an important gateway for business users to reach end users, aside from bearing a
significant impact on the internal market and enjoying an entrenched and durable position
in doing so.34 Therefore, the presence of a potential conflict of interest is implied in the
designation of the gatekeeper.

A clear comparison can be made with reference to those cases where the Court of
Justice (CJEU) has recognised that the dominant undertaking’s conflict of interest
predetermines market outcomes.35 Following this same line of reasoning, the DMA embeds
fairness in its foundational rationale by implementing this principle through its per se
mandates. The DMA seeks to eliminate conflicts of interest concerning both the access
conditions and competitive landscapes of CPSs. On the one side, the DMA removes all
discriminatory conditions of access so that potential competition may crystallise. This is
the reason behind the fact the Regulation highlights that contestability and fairness are
intertwined, thus stating that a single provision may address both goals.36 On the other
side, the DMA revamps previously unfair distribution channels within ecosystems by
compelling gatekeepers to adjust to digital business models that lack market dominance.37

In other words, the DMA weaponises the goal of fairness to redistribute both value and
control throughout gatekeeper ecosystems.

The redistribution of control across ecosystems entails co-responsibility on the part of
business users. As opposed to the confrontational nature of contestability, fairness as
outlined in the DMA is rooted in the Socratic paradigm, wherein each economic operator
should be rewarded according to their efforts. Consequently, fairness is implied to apply to
both the activities of gatekeepers (who may be rewarded for their role in shaping digital
ecosystems) and business users.

33 On this same complexity, see Torsten Körber, “Lessons from the hare and the tortoise: Legally imposed self-
regulation, proportionality and the right to defence under the DMA” (2021) Neue Zeitschrift für Kartellrecht 4.

34 DMA, supra, note 1, Article 3(1). On the contrary, the EC has not designated two NIICS surpassing the
thresholds under Article 3(2) due to their lack of control over the operations of their business users (ie, Gmail and
Outlook.com): see Decision, 5 September 2023, [2023] C(2023)6101 final, paras 136, 144, and 145; and Decision, 5
September 2023, [2023] C(2023)6106 final, paras 104 and 109. Further analysis of these criteria can be found in Alba
Ribera Martínez, “The Requisite Legal Standard of the Digital Markets Act’s Designation Process” (2024) Journal of
Competition Law & Economics (forthcoming).

35 For the digital sphere, see General Court, 10 November 2021, Case T-612/17, Google v. European Commission
(Google Shopping), EU:T:2021:763, confirmed by CJEU, 10 September 2024, Case C-48/22 P, EU:C:2024:726, and further
analysis in Giuseppe Colangelo, “Antitrust Unchained: The EU’s Case Against Self-Preferencing” (2023) 72 GRUR
International 538. For non-platformed markets, see CJEU, 21 December 2023, Case C-333/21, European Superleague
Company, EU:C:2023:1011, para 133; on its potential nexus to digital markets, see Jean-Christophe Roda, “What If
the Super League Case Was About the Digital Market?” (forthcoming) Journal of European Competition Law &
Practice.

36 DMA, supra, note 1, Recital 34.
37 See Petit, supra, note 29, 531, arguing that DMA’s provisions do not always require entry to the platform.
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3. The classification of the provisions according to their metrics
Stemming from the intertwinement of both metrics, each of the DMA’s provisions can be
categorised into one of three categories illustrated in Table 1.

Several provisions aim at narrowing down the conflicts of interest embroidered into the
conditions of access and/or competition to the gatekeeper’s business models in isolation.
This is only logical. The Regulation is mainly based on the presence of a gatekeeping power
and on the related risks created by the leveraging of their advantages from one area of
their activity to another. Therefore, such provisions pursue the disintermediation of the
designated gatekeepers from their prominent positions within the markets they operate
in. For instance, the DMA discontinues the gatekeeper’s capacity to leverage non-public
data generated by its business users when it competes with them, under Article 6(2).

A few obligations seek to restore potential competition as a standalone. These
provisions report a quasi-automatic increase in the number of competitors entering the
market as a result of their implementation. As means of example, Article 6(4) DMA
cements potential entries at the downstream and upstream level regarding app
distribution by compelling gatekeepers to allow and technically enable third-party app
stores and apps to interoperate with their operating systems.

Finally, most provisions have a hybrid nature since they impact on both existing and
potential competition whilst eliminating conflicts of interest.

After all, the Regulation has not been designed as a closed system of protection
reporting clear legal interests per each provision. Although one could identify certain
provisions to confer the power to business users to narrow the gatekeeper’s conflicts of
interest to a minimum, the absence of these conflicts of interest will also entail, in the
medium to long-term, a higher propensity and incentive for entrants to compete on the
merits with the gatekeeper, thus fostering inter-platform (rather than just intra-platform)
competition.

III. The matrix in practice

The DMA compels the EC to effectively enforce its provisions. From the first round of
compliance reports issued by the seven gatekeepers designated in September 2023 and
April–May 2024, the task looks moving-target-like and complex.

As a first step, it is worth noting that there are three types of DMA mandates depending
on the scope of their application. The twenty-three provisions do not necessarily apply to
all CPS categories. As illustrated in Table 2, most provisions only apply to specific CPSs,
while several provisions are even wider in scope than the CPS categories.

Irrespective of their scope, the provisions do not apply in a vacuum. The solutions put
forward by the gatekeepers in their compliance reports do not exclusively impact the
services strictly falling under the DMA’s scope of application. In most cases, the provisions

Table 1. DMA’s provisions depending on their metrics

Potential competition as a
standalone metric

Conflicts of interest as a standalone
metric Hybrid provisions

Articles 6(4), 6(9) Articles 5(4), 5(5), 5(6), 5(9), 5(10),
6(2), 6(10), 6(12), 6(13)

Articles 5(2), 5(3), 5(7), 5(8), 6(3), 6(5),
6(6), 6(7), 6(8), 6(11), 7
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Table 2. Scope of DMA’s provisions

Provision Scope

Article 5(2): process and cross-use of personal data Wider than CPS categories (third-party services and the gatekeeper’s proprietary services)

Article 5(3): parity clause Applicable to online intermediation services

Article 5(4): anti-steering on communications and promotion of offers Wider than CPS categories (end users acquired via CPS or though other channels)

Article 5(5): anti-steering on services, content, subscriptions, features
or items

Applicable to software applications

Article 5(6): non-compliance issues Wider than CPS categories (any practice of the gatekeeper)

Article 5(7): prohibition of alternative payment services, sign-in
services, and default web browser

Wider than CPS categories (identification services, web browser engines, payment services or technical
services in support of payment services supported on that CPS)

Article 5(8): prohibition of conditioning use, access or sign up to
service with subscription

As wide as CPSs

Article 5(9): sharing with advertisers information on price, fees paid,
remuneration received by publishers and metrics

Applicable to online advertising services

Article 5(10): sharing with publishers information on price, fees paid,
price paid by advertisers and metrics

Applicable to online advertising services

Article 6(2): data siloing of business user data generated on the CPS Wider than CPS categories (data generated by business users on CPS and on relevant services provided
together with, or in support of relevant CPS)

Article 6(3): un-installation and prompt default selection Applicable to operating systems, virtual assistants, and web browsers

Article 6(4): installation of third-party apps or app stores Applicable to operating systems

Article 6(5): self-preferencing Applicable to online intermediation services, online social networking services, video-sharing platform
services, virtual assistants, and online search engines and software application stores

Article 6(6): switching of secondary services Wider than CPS categories (services accessed using CPS and software applications)

Article 6(7): vertical interoperability Wider than CPS categories (hardware and software features accessed or controlled via the operating
system or virtual assistants)

Article 6(8): access to performance tools and verification data As wide as CPSs

(Continued)
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Table 2. (Continued )

Provision Scope

Article 6(9): end user portability right As wide as CPSs

Article 6(10): business user access to data As wide as CPSs

Article 6(11): FRAND access to search data Applicable to online search engines

Article 6(12): FRAND access to services Applicable to online search engines, social networking services, and software application stores

Article 6(13): proportionate termination terms As wide as CPSs

Article 7: horizontal interoperability Applicable to NIICS
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target secondary or complementary services belonging to business users. Therefore, the
gatekeepers’ adjustments to their business models have a clear external vocation, rather
than representing a mere internal restructuring.

When descended into reality, the legal interests of contestability and fairness can be
translated into a myriad of policy outcomes with two different origins.

On the one side, the DMA seeks to restore the competitive conditions that the antitrust
framework allegedly failed to achieve in digital markets. By doing that, the DMA aims at
achieving solutions competition law is deemed unable to ensure. This is particularly
salient if one looks at the self-preferencing prohibition under Article 6(5) DMA. Inspired by
the EC’s investigation in Google Shopping, the DMA imposes an outright ban deriving from a
novel theory of harm.38 A similar example can be drawn out from Article 5(2) DMA, which
has been inspired by the German Facebook case.39

On the other side, the DMA pursues independent and complementary policy goals of its
own. To the extent that the regulatory instrument remains distinct from competition law,
considerations of public policy can be integrated without the need to address how they
intersect and overlap with the need to increase consumer welfare. Consequently, the DMA
eliminates the concept of consumer harm, while also incorporating consumer protection-
focused policy decisions into the regulatory framework. For instance, the gatekeepers
reporting extend to the gatekeepers’ requirement to submit audited reports detailing the
consumer profiling techniques they employ within their CPSs under Article 15. The
primary aim of this obligation is to promote transparency and provide a clear
understanding on the gatekeepers’ profiling activities.

In the next sub-sections, the paper disentangles the different policy goals pursued by
each of the mandates contained in Articles 5, 6 and 7 DMA.

A two-step process must, therefore, necessarily apply to the DMA, since all its
provisions do not necessarily target the same policy goal, nor do they protect the same
legal interests. When confronted with the question of whether the gatekeepers’
compliance solutions demonstrate effective enforcement, the first step requires the
enforcer to establish what legal interest is pursued. Section II.C already conducted this
exercise, as shown in Table 1.

The second phase of the analysis translates these legal interests into long-term
expectations. Declared contestability and fairness take various forms when applied into
practice. As opposed to the legal interests, policy goals remain obscured by a myriad of
policy choices embedded in the Regulation. Section III.A uncovers the policy goals behind
each provision and Section III.B outlines the enforcement capabilities the EC will need to
address in relation to these goals.

1. The DMA’s policy goals
The DMA’s legal interests outlined under Section II co-exist with additional policy goals
pursued by each of its provisions. From the perspective of regulatory theory, the DMA
brings together aspects of both a goals-based and a rules-based regulation.40 It shifts the
responsibility of intervention onto the subjects of the Regulation, compelling them to

38 Supra, notes 4 and 35. The Court of Justice backed such an interpretation in CJEU, 10 September 2024, Google
and Alphabet v Commission (Google Shopping), EU:C:2024:726.

39 Bundeskartellamt, 7 February 2019, Case B6-22/16. For an analysis of the different episodes of the Facebook
saga, including the judgement delivered by CJEU, 4 July 2023, Case C-252/21, Meta Platforms v. Bundeskartellamt, EU:
C:2023:537, see, eg, Giuseppe Colangelo, “The Privacy/Antitrust Curse: Insights from GDPR Application in
Competition Law Proceedings” (forthcoming) The Antitrust Bulletin.

40 The interplay between both is nothing new to regulatory theory, as established by Lawrence A. Cunningham,
“A Prescription to Retire the Rethoric of “Principles-Based Systems” in Corporate Law, Securities Regulation, and
Accounting” (2007) 60 Vanderbilt Law Review 1413.
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evaluate the most effective way to adhere to its goals of contestability and fairness. At the
same time, the obligations under Articles 5, 6 and 7 DMA provide for specific prescriptions
and proscriptions of conduct. Rather than investigating whether the gatekeeper’s
compliance is consistent with the goals set out by the Regulation, the EC analyses whether
they comply with the substantive provisions.

Building upon this idea, the policy goals can be plotted across a spectrum of the desired
regulatory transformations mandated by the DMA, including market modelling, openness,
neutralisation of competitive advantages and transparency. Under Table 3, the paper sets
out the provisions included under each one of those points on the axis.

As depicted in Table 3, on one side of the spectrum the DMA functions as a market
modelling tool. The EU legislature targets at setting out a particularised view of the
economic interactions taking place by the market forces. The regulatory design of some of
the provisions carve out a particular view of the architecture and design of digital
ecosystems. As the outcome is apparently predetermined, the regulatory intervention
prevents gatekeepers from selecting one option from a variety of potential solutions that
could meet the compliance standard. For example, Article 5(2) prohibits data combinations
across core platform services. Thus, business models based on behavioural advertising are
seen as presumptively undesirable.41 EC representatives have even highlighted that the
DMA requires gatekeepers to offer users a less personalised alternative to its services,
which may consist of contextual advertising.42 Table 3 includes all those provisions under
the DMA seeking to impose a particular regulatory design upon the gatekeepers.

Moving along the spectrum to more alleviated forms of intervention, a wide range of
provisions build upon the DMA’s preference for the openness of digital ecosystems.43 The
policy goal introduces accessibility to the means of competition where the gatekeeper is
the stronghold to the catering of the service. Accordingly, on the one hand, some of the
mandates of the provisions aspire to open markets to trigger more consumer choice. For
instance, Article 6(4) allows alternative operators to distribute their app stores and apps
on the gatekeeper’s ecosystems without relying on proprietary technologies. On the other
hand, the paradigm of openness entails that business users should not be hindered from
competing in gatekeeper environments. Due to this reason, several provisions unfasten the
restrictions gatekeepers may impose upon the entry of certain functionality on their CPSs.
As means of an example, Article 5(4) prohibits the gatekeeper’s anti-steering restrictions.

Moreover, some of the provisions pursue the detachment of those competitive
advantages which, in principle, the gatekeeper enjoys due to its condition as a prominent
player in digital markets. Such advantages are not identified as choke points to be
eliminated by the least restrictive measures imposed by the Regulation. On the contrary,
these provisions aim at neutralising the gatekeeper’s position within their CPSs. The
clearest example is enshrined in Article 6(2) DMA, which neutralises the gatekeeper’s
capacity to leverage business user data generated on its CPSs to compete with them. All the

41 This approach is derived from the European Data Protection Board’s opinion on Meta’s pay or consent model:
see European Data Protection Board, “Opinion 08/2024 on Valid Consent in the Context of Consent or Pay Models
Implemented by Large Online Platforms” (2024) <https://www.edpb.europa.eu/system/files/2024-04/edpb_opi
nion_202408_consentorpay_en.pdf>.

42 See Thierry Breton, “Answer given on behalf of the European Commission” (2024) E-003434/2023(ASW)
<https://www.europarl.europa.eu/doceo/document/E-9-2023-000479-ASW_EN.pdf>. In a similar vein, the
European Commission stated that, for end users to make informed choices about Meta’s pay-or-consent model,
there must be a third option offering free services without relying on behavioral advertising: see European
Commission, Directorate-General for Competition and Directorate-General for Communications Networks,
Content and Technology, “Commission sends preliminary findings to Meta over its “Pay or Consent” model for
breach of the Digital Markets Act” (2024)<https://digital-markets-act.ec.europa.eu/commission-sends-prelimina
ry-findings-meta-over-its-pay-or-consent-model-breach-digital-markets-act-2024-07-01_en>.

43 See Vestager, supra, note 3.
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Table 3. DMA’s provisions according to their metrics and policy goals

Market modelling
Openness – consumer

choice
Openness – absence of restric-

tions
Neutralisation of competitive advan-

tages Transparency

Potential
competition

Articles 6(4), 6(9)

Conflicts of interest Articles 5(4), 5(5), 6(10) Articles 6(2), 6(12), 6(13) Articles 5(6), 5(9), 5(10)

Hybrid provisions Articles 5(2), 5(3), 6(11), 7 Articles 6(3), 6(7) Articles 5(7) and 5(8) Articles 6(5), 6(6) Article 6(8)
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gatekeeper’s CPSs are comprised under the obligation as a matter of scope and every type
of competition between the gatekeeper and the business user remains captured. In
parallel, Article 6(5) introduces the self-preferencing prohibition hindering the gate-
keeper’s capacity to treat more favourably, in ranking, related indexing and crawling, its
own services and products vis-à-vis those of its business users. Under the assumption the
provision is not sufficiently wide, Article 6(5) adds on that the gatekeeper shall apply fair,
transparent, and non-discriminatory conditions to such ranking.

Finally, the least intense form of regulatory intervention is that of enhancing
transparency, especially in online advertising services. As acknowledged in Recital 45, the
choice is based on the failure of EU data protection regulation.44 The conditions under
which gatekeepers provide online advertising services to business users are considered
opaque and non-transparent because of the gatekeeper’s practices and the complexity of
modern-day programmatic advertising. Thus, the legislator imprints the need to restore
transparency in favour of business users in online advertising services via Articles 5(9) and
5(10) to resolve a failure which is not necessarily indicative of the presence of gatekeeping
power. Alternatively, the transparency policy goal permeates consumer-protection
objectives into the competition policy-based regulation by different means by, for
instance, approximating the DMA’s content to the spirit of the P2B Regulation.45 Article
5(6) is a good proxy for illustrating this point. Indeed, Article 5(6) does not shape
gatekeeper decision-making into any given direction. It recognises a right to business and
end users so they can exercise it before public authorities without any type of impediment
deriving from the target’s gatekeeping power.

From a quantitative perspective, such an analysis demonstrates that the DMA’s policy
goals are not embodied in the least intrusive means of the neutralisation of competitive
advantages nor of the enhancement of transparency. On the contrary, most of the DMA’s
provisions target a particular view of how digital markets should look like from a policy
perspective. Therefore, the Regulation cannot be said to be agnostic regarding the business
model transformation it imposes upon the gatekeepers. It points towards a clear
preference for choosing market outcomes via the market modelling provisions under
Articles 5(2), 5(3), 6(11), and 7 DMA. In parallel, it mandates ecosystem openness,
irrespective of the gatekeeper’s configuration of its business model and decision-making
processes, prior to the full application of the obligations.

Alternatively, from a qualitative viewpoint, Table 3 confirms a finding already pointed
out in Table 1. Most obligations are not directly fine-tuned to strengthen potential
competition in the market. In fact, there is a clear preponderance of hybrid mandates
alongside those provisions aimed at narrowing down the gatekeeper’s conflicts of interest
in different forms.

2. Enforcement capabilities
Stemming from the theoretical background of the DMA’s legal interests and policy goals,
the EC’s effective enforcement can only be measured if confronted with practical reality.
The seven designated gatekeepers already applied the Regulation’s obligations across their
business models and submitted their compliance reports in March and October–November

44 Regulation (EU) 2016/679 on the protection of natural persons with regard to the processing of personal data
and on the free movement of such data, and repealing Directive 95/46/EC [2016] OJ L 119/1.

45 Regulation (EU) 2019/1150 on promoting fairness and transparency for business users of online
intermediation services [2019] OJ L 186/57.
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2024. EC officials have already termed some of the solutions presented by the gatekeepers
as blatant infringements of the spirit and letter of the Regulation.46

Two main cornerstones to the DMA’s enforcement loom over the EC’s capability in
transforming the Regulation’s mandates into reality, namely, information asymmetries
and the provisions’ interplay with other pieces of the EU law and ongoing antitrust
proceedings.

The DMA addresses the problems of the lack of information at the EC’s disposal to
engage with the dynamics of digital platforms by shifting the responsibility onto
gatekeepers. They are required to submit compliance reports and the auditing of their
consumer profiling techniques.47 However, reviewing the submitted compliance reports,
such a solution does not necessarily appear to be decisive in terms of narrowing
information asymmetries vis-à-vis the European Commission.

For instance, the prohibition under Article 5(2) is supposed to be self-executing and,
therefore, applied by default. From the technical perspective, this shift entails the CPS data
infrastructures’ transformation into siloed datasets which cannot interact with each other,
absent the end user’s consent. In practice, Alphabet applied this approach by restricting
data flows of personal data across its eight core platform services vis-à-vis the siloing of its
non-CPS designated services.48 The same enforcement strategy has not been followed by
other gatekeepers, such as ByteDance, which refused to put forward substantial technical
solutions. Given that TikTok’s advertising services are an integral part of the TikTok
entertainment platform, no combinations of personal data apply from different services
when it creates user profiles for personalised advertising. Therefore, it asserted that the
current configuration of its data infrastructure already complies with the obligation under
Article 5(2).49

If the EC may gain some knowledge of the gatekeeper’s data processing activities via the
obligation under Article 15 DMA, without the target’s active engagement in unveiling its
own data infrastructure, a profound interpretation of the compliance report cannot be
performed.50 At a first glance, when monitoring the provision’s enforcement, the EC can
only trust the gatekeeper’s assessment. It is not completely unsurprising that those
provisions directed at modelling the market in a particular direction are the most
impacted by this challenge. Bearing in mind they devise an idea of the expected market
outcome, those results may conflict and oppose the policy goals set out by other pieces of
EU regulation, providing sufficient grounds for tension in the EC’s enforcement
capabilities, especially in light of its obligations deriving from the principle of sincere
cooperation under Article 4(3) TEU.

Furthermore, as the DMA is a piece of legislation within the wider corpus of EU law, the
EC’s enforcement capabilities cannot be measured in a vacuum. Despite the Regulation’s
assertion that its application takes place without prejudice to any other piece of EU

46 See Margrethe Vestager’s opinion before the Committee on Internal Market and Consumer Protection (2024)
<https://multimedia.europarl.europa.eu/en/webstreaming/committees_20240403-0900-COMMITTEE-IMCO>.
The six non-compliance procedures triggered by the EC in the span of four months since the application of the
substantive provisions enshrine this same idea.

47 Regarding the interplay of information asymmetries between competition authorities and firms, see Luís
Cabral, Justus Haucap, Geoffrey Parker, Georgios Petropoulos, Tommaso Valletti, and Marshall Van Alstyne, “The
EU Digital Markets Act: A Report from a Panel of Economic Experts” (2021) Joint Research Centre of the European
Commission <https://publications.jrc.ec.europa.eu/repository/handle/JRC122910>.

48 Despite the gatekeeper included these technical transformations in its compliance report, it presented those
same solutions in the compliance workshop organised by the EC in late March 2024.

49 See ByteDance, “Compliance Report (Non-confidential Version) under Article 11 of Regulation (EU) 2022/
1925 of the European Parliament and of the Council (Digital Markets Act)” (2024) para 10, <https://sf16-va.tikto
kcdn.com/obj/eden-va2/uhkklyeh7othpu/Bytedance%20DMA%20Compliance%20Report%20Public%20Overview.
pdf>.

50 For instance, in its report pursuant to Article 15, ByteDance did not provide much information in this regard.
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regulations and to the application of competition law, the distinction of where the EC’s
enforcement starts and ends is not straightforward.51 The EC may have to look outwards to
enforce the DMA’s mandates. For instance, when sharing search data generated on online
search engines under Article 6(11), the gatekeeper’s anonymisation task cannot be
interpreted without reference to the understanding of anonymisation under EU data
protection regulation. Due to this reason, the DMA provides for several fora of discussion
with data protection supervisory authorities to substantively engage on these points of
law.52 In parallel, some of the gatekeepers’ compliance solutions mimic the remedies
already offered within antitrust proceedings in advance of the DMA’s adoption. This is the
case of both Meta and Amazon with regard to the technical implementations of the
obligations under Articles 6(2) and 6(5). Their solutions did not go any further in scope or
substance than what they had already convened with the European Commission in their
Facebook Marketplace and Amazon Buy Box and Marketplace proceedings.53

Aside from both characteristics, the provisions following distinct policy goals bear
different challenges regarding the EC’s enforcement capabilities.

Circling back to those provisions pursuing the neutralisation of competitive advantages,
for instance, the EC is at a clear crossroads. Information asymmetries persist with the
gatekeepers, creating issues not only with their overall incentive for disclosing data but
also with the specific challenges arising from the implementation of the DMA’s provisions.
If gatekeepers were to disclose their compliance strategies to reduce information
imbalances when submitting their reports, assessing compliance with such provisions
would still be entirely unclear. Because the obligations are mainly negative in nature and
require an abstract demonstration of neutrality, gatekeepers can effectively obscure the
decision-making process, making it more difficult for the EC to monitor enforcement.

As a matter of example, Amazon’s compliance with the data siloing obligation under
Article 6(2) DMA demonstrates this point. In the illustration of its compliance solution, the
gatekeeper did not substantially engage with the process of decision-making underlying its
operations. Instead, it referenced, in the abstract, its efforts to silo data through the
different technical systems it has in place. By this token, Amazon remarked the presence of
various automated systems, algorithms, models, and tools that feed into the decisions
where it may be perceived to act in competition with third-party sellers via selection,
inventory, and pricing decisions. In summary, Amazon declared that, upon a review of the
data inputs drawn from each of its automated systems, it could confirm that none of them
ingest or use non-public third-party seller data. No further reference nor explanation was
provided by the gatekeeper. Despite the reversal of the burden of intervention, the
gatekeeper did not present any evidence to the effect of demonstrating compliance with
the negative obligation. The EC is, thus, expected to trust the gatekeeper’s word and
explanations at face value.

Moving to those provisions targeting the openness of platforms and digital ecosystems,
the compliance reports show the gatekeepers’ clear predilection to avoid relaying power
out of their hands. Gatekeepers can no longer completely block access to their platforms as

51 DMA, supra, note 1, Recital 12 and Article 1(6).
52 Such a case is that of the High-Level Group set out pursuant Art 40 DMA: see Commission Decision 23 March

2023, C(2023) 1833 final. Within the High-Level Group, a sub-group has been constituted to interpret the concept
of consent in the sense of Arts 4(11) and 7 GDPR: see Directorate-General for Communications Networks, Content
and Technology and Directorate-General for Competition, “Kick-off Meeting of the Article 5(2) Digital Markets Act
sub-group of the High-Level Group for the Digital Markets Act” (2024) <https://ec.europa.eu/transparency/expe
rt-groups-register/core/api/front/document/104022/download>.

53 In fact, they both recognised such replication in the interventions of their representatives in the compliance
workshops organised by the European Commission. For the recordings, see Amazon, “Compliance with the DMA”
(2024) <https://webcast.ec.europa.eu/compliance-with-the-dma-amazon-2024-03-20>, and Meta, “Compliance
with the DMA” (2024) <https://webcast.ec.europa.eu/compliance-with-the-dma-meta-2024-03-19>.
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they could before the DMA came into effect. However, they have found ways to delay
business users’ requests for access by implementing entitlement procedures.

Apple’s enforcement strategy is quite salient in this respect, as it was arguably the
digital ecosystem with the smallest degree of openness prior to the DMA’s application.
Pursuant to Article 6(4) DMA, the gatekeeper is required to allow alternative operators of
app stores and apps to distribute these services via different means to its proprietary App
Store. However, Apple has not relinquished all its decision-making capacity when it comes
to app distribution on iOS.54 Alternative app store operators must go through an
entitlement process, managed and designed by the gatekeeper, to receive authorisation to
operate on iOS. Apple has not included the entitlement requirements into its first
compliance report, but it updated and uploaded information on its developer’s webpage
the conditions these alternative operators will have to comply to exert the opportunities
for openness provided by the DMA.55 Such rules include the need to follow the notarization
process, enabling Apple to filter through requests for access focusing on reasons of
security, privacy and the maintenance of device integrity. Without a positive answer from
Apple on notarization, the business user will not be able to benefit from Article 6(4).56 On
top of this process, Apple establishes additional requirements to authorise the business
user’s operations as an alternative app store, such as submitting a new binary for the app
store’s sole distribution on iOS in the EU or providing Apple with a standby letter of credit
from an A-rated financial institution in the amount of EUR 1.000.000.

Similar challenges involve the evaluation of the effective application of provisions
pursuing market modelling and openness. While the DMA aims at introducing
opportunities business users must grasp to thrive in the CPSs’ markets, some compliance
reports show that the venues for the enhancement of inter and intra-platform competition
are a matter of business users’ discretion. Notably, some gatekeepers present their
business users with a binary option. They may either stick with the choices and conditions
they had before the DMA came into effect or choose to adopt the compliance solutions
proposed under the entitlement conditions set by the gatekeeper. This is precisely the
model Apple presented to its business users. However, in this context, compliance with the
regulation does not apply by default.57

Considering the array of challenges the EC will encounter while monitoring DMA’s
enforcement, it is clear that a complex network of obstacles lies ahead. These hurdles are

54 A substantive analysis of the changes proposed by Apple is addressed in Alba Ribera Martínez, “Ecosystem
Orchestrator, No More? Apple’s Proposed Changes to its Distribution of Apps and Overall Architecture” (2024)
<https://competitionlawblog.kluwercompetitionlaw.com/2024/01/29/ecosystem-orchestrator-no-more-apples-
proposed-changes-to-its-distribution-of-apps-and-overall-architecture/>.

55 The requirements may be found in Apple, “Apple announces changes to iOS, Safari and the App Store in the
European Union” (2024) <https://www.apple.com/newsroom/2024/01/apple-announces-changes-to-ios-safari-
and-the-app-store-in-the-european-union/>, and Apple, “Update on apps distributed in the European Union”
(2024) <https://developer.apple.com/support/dma-and-apps-in-the-eu/>.

56 Even though consumers may access the first alternative app stores on iOS, the notarization process raised
concerns for Epic when it attempted to submit its own binary for launching the Epic Games Store on iOS: see
Christopher Dring, “Apple calls Epic ‘verifiably untrustworthy’ and blocks Fortnite and App Store on iOS” (2024)
<https://www.gamesindustry.biz/apple-calls-epic-verifiably-untrustworthy-and-blocks-bid-to-launch-fortnite-
and-mobile-store-on-ios#:∼:text=The%20move%20followed%20the%20introduction,true%20competition%20on%
20iOS%20devices.%22>. On alternative app marketplaces, see Callum Booth, “We tested Aptoide, the first free
iPhone app store alternative” (2024) <https://www.theverge.com/24172642/aptoide-ios-game-marketplace-ha
nds-on-europe>.

57 The European Commission has already raised concerns that Apple’s new terms and conditions do not apply
to all developers: see Commission decision opening a proceeding pursuant to Article 20(1) of Regulation (EU)
2022/1925 of the European Parliament and of the Council on contestable and fair markets in the digital sector,
Case DMA.100109 – Apple – Online Intermediation Services – app stores – App Store – Article 5(4), C(2024) 2056
final, paras 7–9.
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not straightforward in theory and vary in practice, depending on the gatekeepers and their
enforcement strategies outlined in the compliance reports.

IV. Putting theory into practice: a case study of Alphabet’s proposed
compliance with the anti-steering prohibition

Evaluating effective enforcement is a significant challenge. As illustrated in the previous
Sections, given the DMA’s broad spectrum relating to its legal interests and policy goals,
enforcement is anticipated to be multi-faceted, nuanced, and essentially unpredictable in
terms of the outcomes expected from the Regulation’s mandates.

Therefore, the paper proposes a practical method to assess whether a specific
compliance solution aligns with the concept of effective enforcement or necessitates
further scrutiny under the measures outlined in the DMA. It fundamentally reveals the
obscured aspects of the DMA’s enforcement strategy, aiming to balance its recognized legal
interests with the often-overlooked long-term policy goals its provisions express and aim
to achieve. In doing so, the paper illustrates a dual-layered enforcement approach that
must not only uphold the DMA’s broader objectives but also align with the policy direction
embedded by the EU legislator. This dichotomy within the DMA’s framework is crucial for
anticipating the EC’s enforcement capabilities and determining how to address them
effectively.

To examine the necessity of considering the secretive nature of long-term policy goals,
the paper employs a case study of the non-compliance procedure initiated by the EC
against Alphabet. The procedure addresses potential infringement of Article 5(4) DMA
related to the Google Play intermediation service.

According to Alphabet’s compliance report, it now provides additional means for
developers to communicate and promote offers to end users as well as by providing them
with the capacity to directly conclude contracts via these means. Alphabet has opened this
possibility for app developers via its new External Offers program. Developers must agree
with the terms and conditions of that program to enjoy the possibility of steering their
users to promotional offers. Aside from that, participation in the program by the app
developer is subject to Google’s approval. For instance, some of the eligibility criteria
fleshed out by Alphabet include the fact that developers must only direct end users to their
own digital features or that they are directly responsible for providing support to users in
their external transactions. In this respect, the most salient aspect of the compliance
solution relates to the fee structure Alphabet imposes upon developers when they redirect
their end users to promotional offers. Under the assumption the app developer acquired
those end users due to its presence on Alphabet’s Google Play, the gatekeeper charges a 5
per cent initial acquisition fee on the offers catered through the in-app digital features and
services during the two years following the initial external transaction on top of an
ongoing services fee of up to 7 per cent for those same offers. Only after these two years
stemming from the end user’s initial acquisition, the developer may opt out from receiving
Play services and paying the ongoing services fee.

The first step of the analysis necessarily stems from its categorisation in line with the
legal interest it purports. Article 5(4) DMA seeks to promote intra-platform competition by
narrowing down gatekeeping power in setting rules driving downstream competitors
away from the digital ecosystem. The rationale underlying the anti-steering provision
relates to the fact that a gatekeeper will not earn revenues from those services its
downstream competitors realise outside its digital ecosystem.

Article 5(4) pursues the legal interest of reducing conflicts of interest as a standalone
metric. Upstream competition among platforms is not directly concerned and, as such, the
provision does not fall within the definition of a hybrid obligation as depicted under
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Section II.C. Establishing the provision’s legal interest sets the path for the anticipated
results that one can intuitively expect the provision to achieve. In the case at stake, the
legislator may intend to boost traffic from downstream services offered through digital
ecosystems to their own websites by separating the completion of a transaction from the
operator’s presence in a specific digital ecosystem. Therefore, an increase in the number of
app developers offering such functionalities and the prevalence of more promotional
offers providing those links would serve as initial indicators of effective compliance with
the provision.58

Once the legal interest has been identified, one must set out the provision’s scope in
relation to the CPSs included to compare it with the scope of the compliance solutions
proposed by the gatekeeper. According to the terms of Article 5(4), the provision is wider
in scope to the CPS categories. It compels the gatekeeper to allow business users to
communicate and promote offers to end users acquired via its core platform service or
through other channels, and to conclude contracts with those end users. Looking at
Alphabet’s proposed solution, the initial acquisition and ongoing services fees imposed on
developers as a take-it-or-leave-it choice does not seem to align with the provision’s scope.
Indeed, on the one side, the anti-steering provision spans through all types of
communications and channels. Thus, the absence of a compliance solution for the rest
of Alphabet’s CPSs and channels is not coherent with the obligation. On the other side,
Article 5(4) does not solely focus on end users benefiting from a CPS, but on all categories
of end users who depend on the gatekeeper’s ecosystem. In this context, it becomes
possible to analyse the terms introduced by Alphabet regarding its fee structure when end
users are directed to promotional offers from in-app services provided by app developers.

Continuing with the analysis, it is critical to determine the provision’s nature in the
context of the broader policy goals pursued by the EU legislator. Article 5(4) aims at
enhancing the openness of the ecosystem at the downstream level by removing previous
restrictions on directing end users towards promotional offers. To this end, Article 5(4)
includes a clear and active mandate to eliminate anti-steering restrictions from the terms
and conditions imposed by gatekeepers on their counterparts. This enables transactions to
take place outside of the gatekeepers’ ecosystems. Both the legal interest and policy goal
remain, therefore, closely correlated in terms of their identification, even though one does
not necessarily automatically follow from the other.

The EC’s enforcement capabilities closely align with both the legal interest and policy
goal of the provision. As the provision aims to promote openness in downstream markets,
the primary enforcement challenges arise from Alphabet’s entitlement processes. Indeed,
Alphabet’s proposed compliance solution does not prescribe openness by default. Instead,
the steering of users will only occur with Alphabet’s prior authorization of developers’
entitlements to provide link-outs within its services.

Finally, the potential side effects stemming from the provision’s compliance must be
taken in mind. In the case of Article 5(4), there is an undeniable interplay with the separate
obligation imposed by Article 6(12), according to which the gatekeeper must apply fair,
reasonable, and non-discriminatory conditions of access for business users to its software
application stores, online search engines, and online social networking services listed as
CPSs. Therefore, within the context of Article 5(4), the EC must assess how fair conditions
are set through developers’ entitlements, which should be included in the broader analysis

58 Stakeholders have already begun expressing concerns regarding Apple’s compliance with the same
obligation. This concern arises from the fact that only thirty-eight applications have been received by app
developers out of the 65,000 registered developers who cater for in-app purchases: see Rachel Graf and Leah
Nylen, “Apple Says No Major App Developers Accept New Outside Payments” (2024)<https://www.bloomberg.co
m/news/articles/2024-05-10/apple-says-no-major-app-developers-accept-new-outside-payments?embedded-
checkout=true>.
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of compliance with Article 6(12) DMA. However, what is deemed fair under Article 5(4),
aimed at reducing conflicts of interest, might not be regarded similarly under a distinct
provision.

In summary, the case study of Alphabet’s compliance with Article 5(4) DMA yields
mixed results but reveals several clear findings. At first glance, it is relatively easy to
discern whether the provision serves one legal interest over another. If the provision
addresses issues within the downstream market concerning the CPS it operates in, then
conflicts of interest are at play. Therefore, Alphabet’s solution should aim to rectify any
imbalances in bargaining power imposed on business users in comparison to Alphabet’s
own position. However, the new fee structure and the requirement for app developers to
pay an ongoing service fee for Google Play for two years contradict this spirit.

Understanding the provision’s policy goal is not crucial for assessing compliance with it
at face value, but it is pivotal for two fundamental aspects of the analysis. First, it defines
the long-term objective the provision aims to achieve. If compliance solutions meet the
legal interest (ie, fairness) but fall short of achieving the desired degree of openness, there
will still be room for the enforcer to encourage the gatekeeper to implement a modified
version of its compliance solution. The enforcer will be able to display its punitive and
non-punitive powers.

Secondly, elucidating a provision’s policy goal is crucial for highlighting potential
challenges the EC may face in its enforcement efforts. Regarding Article 5(4) DMA, which
aims to instil openness, the most significant challenge associated with fulfilling this hidden
promise is intermediation. The DMA is unlikely to completely eliminate gatekeeping
power when a dominant player still benefits from operating within an ecosystem. This
correlation becomes apparent when considering Alphabet’s entitlement process to offer its
in-app link outs to business users. Without first establishing the long-term policy goal, it
would be difficult to determine whether the entitlement process should be evaluated based
on fairness or if enforcement challenges arise from elsewhere.

Indeed, this is precisely what the paper has untangled for each provision, paving the
way for the EC’s effective enforcement. It is not entirely clear what legal foundations will
influence the EC’s enforcement strategy, apart from the broader concepts of contestability
and fairness. The paper has shown that an additional layer, substantiating the DMA’s
direction into specific policy goals, is crucial for understanding where the Regulation’s
success lies. This also guides gatekeepers and enforcers in narrowing down their choices in
terms of ecosystem design, architecture, and enforcement approach. To hold both
gatekeepers and the EC to account, the paper illustrates the common ground they can
reach by acknowledging the DMA’s policy goals. As a consequence, the EC’s enforcement
actions should be constrained to these specific goals.

V. Concluding remarks

The adoption of the DMA has been accompanied by significant doubts and criticism,
particularly due to its controversial relationship with competition law. Inspired by
antitrust investigations, the new Regulation finds its roots and essential rationale in an
alleged antitrust enforcement failure. Therefore, once adopted and applied, the main
question is how to determine the DMA’s success. Namely, how to identify the conditions
under which the implementation of the new rules has been effective for each obligation by
achieving results that competition law would not be able to ensure.

This paper addresses this question by providing the legal interests and policy goals to
measure the DMA’s success. Notably, it shows that such a process requires unveiling the
DMA’s hidden policy goals. Indeed, although contestability and fairness are the proclaimed
protected legal interests, they do not represent the outcomes the EU legislator aimed to
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embed in the Regulation. Despite the EC’s desire to keep these aims somewhat hidden, four
main policy goals influence the DMA’s provisions: market modelling, openness,
neutralizing competitive advantages, and enhancing transparency. The EC’s enforcement
capabilities are directly correlated with the long-term policy goals pursued by each
provision.

Translating fairness and contestability into clear policy goals and thus unveiling the
secret of the DMA provides two significant benefits. It guides and constrains gatekeepers in
developing solutions to comply with the new rules. At the same time, it holds the EC
accountable for its enforcement strategy, ensuring its actions are directed toward
achieving specific market outcomes.

Cite this article: G Colangelo and A Ribera Martínez, “The Metrics of the DMA’s Success”. European Journal of Risk
Regulation. https://doi.org/10.1017/err.2025.4
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