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Abstract

Pulse compression technique allows a radar to achieve the resolution of a short pulse and the
energy of a long pulse simultaneously, without the requirement of high-power transmission.
Therefore, pulse compression radars have a low probability of intercept capability. The com-
mon types of pulse compression signals are frequency modulated waveforms and phase-coded
waveforms, which have different properties. The optimum radar signal should have good
immunity against deceptive jamming, good Doppler tolerance to detect high-speed targets,
and low time-sidelobe level to detect weak targets nearby the strong ones. This paper reviews
the current research in the commonly used radar signals, and presents their pros and cons,
and compares between them in terms of Doppler tolerance, time-sidelobe level, as well as
immunity against jamming in order to provide a reference for the researchers in the field
of radar systems and electronic warfare.

Introduction

Pulse compression is a technique used in radar systems to increase both range resolution and
signal-to-noise ratio (SNR) [1]. Furthermore, pulse compression waveforms are used in solid-
state radar systems, which are typically peak power limited to low values, but can sustain very
long pulse widths and generate average power values comparable with the tube systems with
greater reliability [2]. Pulse compression waveforms are used in different radar systems such as
airborne radar, surveillance radar, tracking radar, weather radar, synthetic aperture radar
(SAR), and ground penetrating radar etc.

The basic principle of pulse compression is to transmit a long modulated pulse that has a
high bandwidth, and then compress the target echo in the receiver using a filter matched with
the transmitted pulse. By doing that, radar can utilize a long pulse to achieve large radiated
energy and obtain the range resolution of a short pulse simultaneously [1]. Common forms
of pulse compression signals are frequency modulated waveforms and phase coded (PC) wave-
forms, which have different responses in terms of Doppler tolerance, time-sidelobe level, and
immunity against jamming.

Radars are vulnerable to different types of jammers that generate many deceptive false tar-
gets or mask the target echoes by increasing the noise level of the environment. Deceptive jam-
mers transmit modified versions of the radar signal. Therefore, they benefit from the pulse
compression gain of the radar-matched filter and they use jamming power efficiently.
Whereas, noise jammers do not benefit from the pulse compression gain. Therefore, they
need high-power transmission to be more effective [3].

On the basis of the discussion above, radar systems could be attacked by different jammers
and it is so important to have radar signals that can mitigate jamming to discriminate true
targets. In addition, peak sidelobes level (PSL) and Doppler tolerance of radar signals are crit-
ical properties in designing pulse compression radar. The optimum radar signal should have
good Doppler tolerance to detect high-speed targets, and it should have low PSL to detect weak
targets nearby the strong ones, and to mitigate jamming effect that tries to deceive the radar by
creating side-lobes.

This paper reviews the commonly used radar signals, including frequency modulated wave-
forms and PC waveforms in the sections ‘Frequency Modulated Waveforms’, and PC Signals’
respectively, where their main properties such as Doppler tolerance, time-sidelobe level, and
immunity against jamming are presented. Finally, the practical guidance to select the best
probe radar signal is given in the section ‘Conclusive Remarks’.

Frequency Modulated Waveforms

Frequency modulated waveforms are generated by modulating the frequency of the radar
pulse. There are several types of frequency modulated waveforms such as linear frequency
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modulation (LFM) or chirp, nonlinear Frequency modulation
(NLFM), and Costas coded signals etc.

LFM

LFM signal is commonly used in pulse compression radar for
both surveillance and tracking radars due to its high Doppler tol-
erance. The complex envelope of LFM pulse is given by [4]:

x(t) = rect( t
T
)e j2pmt2 , t| | , T

2
, (1)

where T is the chirp duration, B is the sweep bandwidth, and μ =
±B/T is the frequency modulation slope, which specifies the dir-
ection of the LFM sweep as up or down, corresponding to increas-
ing and decreasing instantaneous frequency.

It is well known that the PSL of the compressed LFM pulse
equals − 13.2 dB, which is relatively high. These time-sidelobes
can shadow the weak return from small targets and go undetected
in the presence of strong return of large targets. One solution to
this problem is to use windowing functions. However, the range
resolution is decreased and a SNR loss and peak gain loss occur
as well [4].

LFM waveform exhibits range-Doppler coupling property. Is
that property good or bad? Argument for “good”: the target can
still be detected up to Doppler shift equals to B/10 [1, 5].
Argument for “bad”: if there is a Doppler mismatch, the measure-
ment of range will be wrong!, and if the speed of the target is
known then the true range can be obtained [5]. Furthermore,
this property makes the chirp radar more vulnerable to different
types of deceptive repeater jammers e.g. frequency-shifting jam-
mer and interrupted sampling repeater jammer (ISRJ) [6–10].

Frequency-shifting jammer instantly shifts the frequency of the
radar signal to generate false targets that lead and lag behind the
true target at the output of the radar detector. The jamming
retransmission may take different modes such as single false tar-
get jamming, multiple-false targets jamming, and multiple-cover
jamming [6, 10]. S.B.S. Hanbali et al. [11] address countering
some types of frequency-shift jammers by using sweep bandwidth
agility without degrading both the radar range resolution and the
matched filter gain too much. By changing the sweep bandwidth,
false targets appear in different range bins, but the true target
remains in the same range bin, so it can be recognized easily.
Recently, S.B.S. Hanbali et al. [12] propose a new anti-jamming
technique to counter different types of frequency-shift jammers.
The fractional Fourier transform (FrFT) is used to compress
and separate the overlapping true target echo from jamming sig-
nals. However, the performance of FrFT is inferior to the matched
filter by 3 dB.

ISRJ used one receive and transmit time-sharing antenna to
sample and store segments of the radar signal and then it retrans-
mits them toward the victim radar, so there is no need for high
isolation of the two receive-transmit antennas used by frequency-
shifting jammers. ISRJ generates many false targets at the output
of the radar detector. These false targets consist of the main false
target that always lags behind the true target by jammer’s delay,
and several other false targets that are located symmetrically
around the main false target [7]. Recently, a method is proposed
to remove the ISRJ-based false targets by using short-time Fourier
transform [13], where it is found that the time-frequency charac-
teristics of the ISRJ signal are discontinuous in the pulse duration,
and a particular band-pass filter is generated to retain the true

target signal and suppress the ISRJ signal. However, this method
needs a high SNR to counter ISRJ because it is done before the
pulse compression process. In addition, this is only applicable
to counter ISRJ in the case of SAR [10].

The effective false targets of ISRJ lag behind the true target
because of the jammer’s delay; therefore they could be recognized
by radar easily. In [8], Digital Radio Frequency Memory (DRFM)
is applied to make the false targets lead the true one. However, in
this case, the ISRJ can be countered by using the common elec-
tronic counter-countermeasures techniques that are used against
DRFM e.g. orthogonal waveforms [10].

Under certain conditions, the ISRJ can cancel an ideal point
target by superimposing on it a false target with the same ampli-
tude and inverted phase [9]. S.B.S. Hanbali et al. [14] address
countering active echo cancellation of self-protection ISRJ by
introducing a linear phase shift of the transmitted LFM signal.
By doing so, the true target and the jammer echo will be in
phase. Consequently, the true target echo is augmented by jam-
mer signal, converting the jamming signal from being destructive
to being constructive.

SAR is used widely in both civil and military applications due
to its great imaging ability over a long distance in all-weather con-
ditions and throughout the daytime. Wideband LFM signals are
widely used in SAR to achieve high-range resolution. In this
case, the bandwidth of LFM signal is greater than the sampling
rates of available analogue to digital converter (ADC) technology
and therefore stretch processing (de-chirping) is employed [15].
In [16], a jamming approach of applying ISRJ to de-chirping
radar is presented. Recently, three-stage active cancellation
method using frequency and delay time modulation to cancel
out the target echo is developed to avoid detecting and observing
the target of interest by the SAR [17]. Echo cancellation requires
accurate amplitude match of cancellation signal and target echo at
SAR receiver. Therefore, in the presence of amplitude mismatch,
the target echo cannot be completely cancelled, thus, remains vis-
ible in the SAR image. To overcome that problem nonperiodic
interrupted sampling modulation is used to produce a continuous
jamming strip that covers the residual of the target in the SAR
image [18].

NLFM

NLFM waveform has one advantage over LFM because it requires
no weighting for time-sidelobe reduction. The FM modulation of
the NLFM waveform is designed to provide the desired spectrum
shape that yields the required PSL. This shaping is accomplished
by increasing the rate of change of frequency modulation near the
ends of the pulse and decreasing it near its center. Therefore, gen-
erating NLFM waveforms is more difficult than generating LFM
waveforms. The frequency modulation function of NLFM wave-
form can be symmetrical or an asymmetrical e.g. as follows [1]:

f (t) = B
t
T
+

∑7
n=1

knsin
2pnt
T

[ ]
, (2)

where T is the pulse duration, B is the sweep bandwidth, and the
coefficients are [1]: k1 =−0.1145, k2 = 0.0396, k3 =−0.0202, k4 =
0.0118, k5 = −0.0082, k6 = 0.0055, k7 =−0.0040.

Figure 1 shows the simulation results of PSL as a function of
BT product when equation (2) is used. It is shown that higher
BT product leads to lower PSL.
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The primary disadvantage of the NLFM waveform is its
Doppler sensitivity, the mainlobe of the compressed NLFM
pulse is distorted and the time-sidelobes will be increased com-
pared with those of the LFM. Therefore, NLFM can be used
when the target speed is approximately known, and can be com-
pensated in the matched filter [1].

Recently, jamming on NFLM radar has become an important
topic in modern electronic warfare. An active cancelling system
for three different NLFM signals is proposed in [19] to decrease
radar detection.

Costas codes

Costas signal uses random frequency hopping to increase the
bandwidth of the transmitting pulse and to avoid interception
and jamming [20]. The radar pulse is divided into N time slices
each of duration tc. At any slice of these slices, only one frequency
is transmitted, and each frequency is used only once. The complex
envelope of Costas code is given by [21]:

x(t) =
∑N−1

m=1

um(t −mtc), (3)

where:

um(t) = rect( t
tc
)e j2pfmt, (4)

and

rect( t
tc
) = 1, 0 ≤ t ≤ tc

0, elsewhere.

{
(5)

Hopping order strongly affects the ambiguity function of the sig-
nal. Therefore, Welch construction algorithm is usually used to
find out the hopping order that makes the corresponding ambigu-
ity function such as thumbtack [20]. Consequently, Costas codes
have very low Doppler tolerance, and they are unsuitable for
detecting targets with high Doppler frequency. This problem
can be overcome by using a bank of matched filters. Each filter
is matched to a certain Doppler frequency, but this increases
the complexity and cost of the radar’s receiver.

All sidelobes, except for few around the origin, have an amp-
litude of 1/N [20]. The improvement in delay-Doppler resolutions

and ambiguity function sidelobes level needs an increase in the
size of the code. A new technique is proposed in [21] to lower
time-sidelobe level without increasing the size of the code. This
technique is based on a modification of Costas codes by widening
frequency separation between hops and replacing rectangular
pulses by other waveforms.

PC Signals

Although LFM waveform is the most commonly used in modern
radars, there is a growing interest in the use of PC waveforms,
because they can be used to reduce radio frequency interference
between adjacent radars and make the waveform less vulnerable
to interference. Furthermore, PC waveforms have good range
resolution because they preclude the use of spectral windowing
functions to reduce time sidelobes. However, the main shortcom-
ing of PC waveforms is their Doppler intolerance. In PC wave-
form the long pulse of duration T is divided into N smaller sub
pluses, called chips, each of width tc = T/N , then B = 1/tc, and
N is the pulse compression ratio. The phase modulation of
chips can be binary (0 or π phase) or polyphase [0-2π] [1].

Binary phase coded signals

Barker coded signals
Unfortunately, there are only seven known Barker codes that have
the maximum code length which equals 13 [1]. Therefore, there
is no radar security and low pulse compression gain (which is
the ratio of the width of the transmitted pulse to that of the
compressed pulse). Barker codes have the common property
that all sidelobes have a value of 1/N. Therefore, the PSL equals
− 22.3 dB when N = 13. In addition, Barker code is more sensitive
than LFM waveforms to Doppler frequency shift.

Pseudo random noise (PRN) sequences
When a larger pulse compression ratio is preferred, long
sequences can be generated by using shift register with feedback.
An n-stage register can generate a maximal length sequence of N
= 2n− 1. For large sequences, the PSL of compressed PRN wave-
form equals 1/

���
N

√
approximately. PRN waveform has a thumb-

tack like ambiguity function. Therefore, it gives a good range
resolution, but it has low Doppler tolerance [4].

Fig. 1. The PSL of NLFM as a function of BT.

Fig. 2. The simulation result of half-code repeater jammer when N = 31.
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Although, PRN waveform has good immunity against jam-
ming, it is still vulnerable to different jammers e.g. half-code
repeater jammer, which stores the half code of radar waveform,
then repeats it to generate false targets that straddle the true target
echo at the output of radar receiver. However, the amplitudes of
these false targets are lower than the amplitude of the true one,
because the jamming signal is parts of the radar pulse.
Therefore, the jammer has to increase its power in order to com-
pensate for this loss. Figure 2 shows the simulation result of half-
code jammer that sends back jamming signal to interfere PRN
radar, for example, when N = 31 and jammer-to-signal ratio
(JSR) = 0 dB. In this case, the jamming signal is a combination of
the two 15-bit half-code plus one to fill the radar-matched filter [4].

Davis et al. [22] suggested using mismatched filters to lower
time sidelobes in random waveforms. It is well known that
weighting used in LFM waveforms takes energy out of the side-
lobes and puts it into the mainlobe, whereas the use of mis-
matched filters with PC waveforms distribute the energy over a
wider time extent without putting it into the mainlobe and with-
out broadening the 3 dB pulse width. In this case, PC waveforms
should improve resolution and detection of weak targets in close
proximity to strong targets compared with LFM waveforms.
However, there is SNR loss relative to matched filtering, which
has an acceptable small value. Davis et al. also showed that
Doppler intolerance of PC waveforms can be largely eliminated
by using only three parallel pulse compression filters.

Polyphase coded signals

The phases of the chips in polyphase coded waveforms change
among various values rather than just 0 and π in binary phase
codes. The matched filter for polyphase coded signals is more
complex than the one for binary code. Frank code and P1-
through P4-coded signals are famous codes of polyphase coded
waveforms. These signals are developed by approximating LFM
waveform. The PSL and the phase element of each polyphase
coded signal is given in Table 1 [1, 20].

Polyphase coded signals are commonly used in search and
track radars due to their high Doppler tolerance and their ability
to achieve low-level PSL at the output of the matched filter. Frank,
P1 and P2 codes exhibit lower PSL than those of P3 and P4 codes
by 3 dB as shown in Figure 3. However, P3 and P4 codes are more
Doppler tolerant than the Frank, P1 and P2 codes as shown in
Figure 4 and Figure 5 e.g. when fd = 70 KHz, B = 1 MHz, and N
= 100. Note the presence of large time-sidelobes at the output
of the matched filter for Frank code only.

The ambiguity function of polyphase coded signals has
range-Doppler coupling property like that of LFM signal.
Therefore, polyphase coded radars are vulnerable to the same
types of deceptive repeater jammers that attack chirp radars e.g.
frequency-shifting jammer and ISRJ.

Several techniques depending on time-frequency distribution
are developed to detect and classify LFM and polyphase coded

Table 1. PSL and phase codes of polyphase signals

Signal Phase PSL

Frank wi,j =
2p
M

(i − 1)(j − 1) where

i, j = 1, 2, …, M and N =M2

20log (1/πM)

P1 wi,j = −p

M
[M− (2j − 1)][(j − 1)M+ (i − 1)]

where i, j = 1, 2, …, M and N =M2

20log (1/πM)

P2 wi,j = [p
2
((M− 1)/M) − p

M
(i − j)](M+ 1− 2j) where

i, j = 1, 2, …, M and N =M2

20log (1/πM)

P3 wi = π(i− 1)2/N where i = 1, …, N. 20 log (
��������
2/Np2)

√
P4 wi = [π(i− 1)2/N]− π(i− 1) where

i = 1, …, N.
20 log (

��������
2/Np2)

√

Fig. 3. PSL of polyphase coded signals. Fig. 4. Compressed P4 pulse when fd/B = 0.07.
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signals. Examples of such techniques are Choi-Williams distribu-
tion and Wigner distribution [23, 24], where different time-
frequency images are obtained for different radar waveforms.
Time-frequency images are usually analyzed offline by a trained
operator or by Bayesian neural networks to classify signals and
extract their parameters accurately. This analysis process requires
high SNR about 3 dB. In [25], a new method for detecting poly-
phase coded signals using time-frequency rate distribution is
introduced. It requires high SNR and there is no classifier for
polyphase coded signals in this method.

Recently, S.B.S. Hanbali et al. [26] addressed a technique for
detecting and classifying LFM signal and polyphase coded signals
using optimum FrFT at low SNR where time-frequency distribu-
tions do not work. However, the performance of this technique is
inferior to the matched filter. It is also shown that P3 coded signal
is preferable in low probability of intercept (LPI) radars because of
two reasons. First, because P3 coded signal has lower detection
performance that makes it difficult to be intercepted by electronic
support measures (ESM). Second, because it has high Doppler
tolerance.

Orthogonal polyphase coded signals

Orthogonal polyphase coded signals are commonly used in multi-
static radar systems where each system transmits a distinct signal
which belongs to a set of orthogonal or non-correlated signals. In
such systems, each radar detects the target not only from its
return signal but also from the other radar returns. To accomplish
this, each radar receiver has multiple matched filters. Each filter is
matched to one transmitted signal, so multiple targets detection
can be available for each radar [27].

Different orthogonal polyphase coded signals that have low
cross-correlation, good Doppler tolerance, and low PSL are devel-
oped in [27–33]. It is worth mentioning that orthogonal poly-
phase coded signals can also be used by monostatic radars. In
this case, the radar successively transmits a different code chosen
from a set of orthogonal signal codes to counter DRFM [28].

Orthogonal frequency division multiplexing (OFDM) signals

Normal modulation techniques (BPSK, QPSK, etc.,) are single
carrier modulation techniques, in which the incoming informa-
tion is modulated over a single carrier. Whereas, OFDM is a mul-
ticarrier modulation and multiplexing technique, which employs

several carriers, within the allocated bandwidth, to convey the
information from source to destination. Each carrier may employ
one of the several available digital modulation techniques (BPSK,
QPSK etc.)[34].

OFDM signal has some advantages such as robustness against
multipath fading and relatively simple synchronization. In add-
ition, OFDM signal is suitable for radar applications and for inte-
grating communication functions in radar networks. It is shown
that OFDM signal can easily exhibit wideband characteristics
that is desirable for high-resolution radar performance [34].
However, the OFDM signal exhibits a very high peak to average
power ratio (PAPR), which is only valid in linear environment
conditions. Therefore, it is necessary to reduce the PAPR and
use a linear amplifier with large variation [35].

The pulse length after pulse compression appears to have an
expected value which is equal to τpc = 1/B that makes the pulse
compression ratio equals the number of subcarriers (noc) [36].

The signal model which represents the OFDM radar signal is
given by [36]:

x(t) = e j2pf0t
∑N
i=1

rect( t
T
)die j2pfit, (6)

where f0 is the center frequency, and the data bits di can be any
type of data representation e.g. BPSK or QPSK etc. The subcarrier
frequencies are given by [36]:

fi = i
noc

B. (7)

The signal duration T is determined by the lowest frequency
among the carriers [36]:

T = 1
f1
= noc

B
. (8)

Unlike pulse compression using LFM, OFDM waveform has a
thumbtack like ambiguity function that does not experience
range-Doppler coupling property [36]. Therefore, OFDM wave-
forms are sensitive to Doppler shift.

In [37], it is assumed that radar processing is based on one
transmitted OFDM symbol. In this case, the subcarrier spacing
is limited by the Doppler frequency which has the potential to
shift the alignment of the subcarriers thus destroying their
orthogonality, and it can be assumed that the subcarrier spacing
of Δf > 10fd,max will ensure that the orthogonality remains. The
maximum unambiguous range of the radar is given by [37]:

rmax = c
2Df

. (9)

The radar range resolution Δr only depends on the total band-
width occupied by the transmitted signal [37]:

Dr = c
2B

= c
2NDf

. (10)

Radar and communication integrated systems using OFDM
waveforms are proposed to simultaneously perform radar and
communication functions on general hardware. However, the
auto-correlation properties of OFDM signals have high sidelobes

Fig. 5. Compressed Frank pulse when fd/B = 0.07.
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that depend on the transmitted information. This makes joint
radar/communication systems unreliable for carrying arbitrary
communication data. This problem can be overcome by transmit-
ting fixed code sequences with special properties, which then
exclude the option of transmitting information in parallel to
radar sensing [38]. One solution to this problem is to use an
OFDM radar processing approach that is proposed in [39]. This
approach does not involve correlation processing of the baseband
signals but directly operates on the complex modulation symbols
that compose the OFDM signal. It compares the transmitted
information and the received soft-state information obtained in
the receiver at the output of the OFDM de-multiplexer before per-
forming channel equalization and decoding. Since all information
symbols in one OFDM symbol are transmitted through the chan-
nel at different carrier frequencies separated by Δf, the received
information symbols can be used in order to perform channel
sensing at discrete frequencies. Therefore, the possibility of trans-
mitting arbitrary information in parallel to the radar operation
still exist. Furthermore, an excellent sidelobe performance that
exceeds the results of the classical correlation processing approach
is obtained, but the price of this performance is a loss in range
resolution, by the widening of the mainlobe. Recently, a new
method is proposed in [40] to achieve high-resolution range
and velocity estimation of the target under high data transmission
rate in joint radar/communication system. The complete process-
ing scheme is shown in Figure 6. The effectiveness of this method
is evaluated regarding the achievable resolution on the separation
of adjacent moving targets. It is seen that the two targets could be
separated successfully whereas one single unresolved peak that
cannot identify the two adjacent targets exist in the range profile
based on matched filtering. The results demonstrate the perform-
ance advantage of the proposed processing, but it is seen that the
target range slightly decreases for the high-velocity target and a
worse bit error rate (BER) occurred when a larger data transmis-
sion rate was used.

Usually, OFDM scheme has good immunity against jamming.
In [41], it is shown that OFDM signal can mitigate narrowband
jamming by simply turning off certain sub-bands which enable
both concepts of pulse-to-pulse agility and Doppler processing
to coexist in the same system. Three patterns for frequency agility
are analyzed. It is shown that the random spread subcarriers pat-
tern provides the best ambiguity function in terms of sidelobe
levels and speed ambiguities compared with the random grouped
subcarriers and repeated Costas grouped subcarriers. However,
this pattern does not benefit from any instantaneous bandwidth
reduction as the other two cases. In addition, it is shown that

OFDM pulse burst supports a Doppler processing per subcarrier
when the Doppler is low.

There is a potential need for radar systems to coexist with cel-
lular radio due to the increasing demand for spectrum [42–44].
Joint radar and cellular communication systems shown in
Figure 7 can operate in the same bandwidth without causing
too much interference to each other. In [42, 43], a multicarrier
waveform is considered for both the radar and the cellular com-
munication systems where the radar can access all the channels
with a finite power constraint and interference constraints pro-
vided by the cellular communication systems. In this case, the
radar constantly senses the spectrum and adapts its waveform
in real time so that it uses as much bandwidth and as much
power, without causing too much interference to the cellular com-
munication systems.

Another advantage of joint radar and cellular communication
systems is to make the radar benefit from the presence of cellular
communication signals for a better detection capability under the
assumptions that the radar signal does not arrive at the commu-
nication base stations through a direct path, and the scattering off
the target due to the communication signals arrive at the radar
receiver. When the stealth target is illuminated from the front
by the radar signal and from the side by the cellular communica-
tion signals. Thus, the cellular communication signals scattered

Fig. 6. Improved processing scheme block diagram for radar and communication
integrated systems.

Fig. 7. Joint radar and cellular base stations.

Fig. 8. Stand-off jamming against joint radar and cellular base stations.
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off the target would be a more significant component in target
detection than the radar echo. If the cellular communication sig-
nals scattered off the target are not taken into account, the
detected energy is reduced. Thus, a considerably lower detection
performance is obtained [44].

Stand-off noise jamming, against joint radar and cellular base
stations, shown in Figure 8 needs high-power transmission to be
effective because it does not benefit from the pulse compression
gain of the radar-matched filter. In addition, the gain of the
radar’s receive antenna in the direction of the jamming system
is the side lobe antenna gain. In electronic warfare, the LPI design
is an essential part of the jammer system. This is because high
jamming power leads to the hostile anti-radiation missile attack.
Shi et al. [35] addressed the problem of power allocation of
OFDM radar noise jamming against a joint radar and cellular
communication system, where the jammer attempts to protect
the target by jamming the radar system under many assumptions,
such as the radar transmitted signal, the cellular communication
signal, the target impulse responses, the channel impulse
responses, and the propagation losses of the corresponding chan-
nels have been intercepted and perfectly estimated. In this case,
the total noise jamming power is minimized by optimizing the
multicarrier jamming power allocation. Whereas, equal power
allocation method has the worst LPI performance because it dis-
tributes jamming power uniformly over the whole frequency.

Finally, it is worth mentioning that OFDM waveforms have
been proposed in radar literature not only for active sensing wave-
forms as mentioned above, but also have been considered for pas-
sive radar, for example [45].

Conclusive Remarks

The properties of each presented radar signal are summarized in
Table 2. The following conclusions can be summarized as follows:

(1) LFM and polyphase coded signals are the most commonly
used in different radar systems due to their high Doppler
tolerance. Polyphase coded signals have an advantage over
LFM due to their ability to achieve low-level time-sidelobes
at the output of the matched filter without windowing,
unlike LFM signals.

(2) The ambiguity function of polyphase coded signals has
range-Doppler coupling property like that of LFM.
Therefore, polyphase coded radars are vulnerable to the
same types of deceptive repeater jammers that attack chirp
radars.

(3) For PC waveform, range resolution is proportional to chip
width and PSL is inversely related to the sequence length.

(4) PC waveforms have good range resolution because they used
mismatched filters instead of windowing functions.

(5) The increasing demand for spectrum makes the OFDM sig-
nal to be preferable in joint radar/communication system
due to its bandwidth efficiency and flexibility which is
much better compared with LFM and PC signals. This is
because the OFDM capability to adjust and turn on and
off the individual sub-carriers for better spectrum utilization
and coexistence with narrow band systems.

(6) OFDM signal does not experience range-Doppler coupling
which is the main disadvantage of LFM and polyphase
coded signals. Therefore, OFDM signal is less vulnerable to
deceptive jammers than LFM and polyphase coded signals.

(7) OFDM signal allows independent and unambiguous range
and Doppler processing. However, the auto-correlation
properties of OFDM signal have high sidelobes.

(8) OFDM signals could be used in SAR, but the de-chirping
technique for chirp radar cannot be used for OFDM signal
due to its wide bandwidth nature which requires more com-
putational cost of the digital signal processing [46].

(9) The OFDM signal exhibits very high PAPR, which is only
valid in linear environment conditions.

Table 2. The properties of each presented radar signal

Factor LFM NLFM Costas Binary PC Polyphase Coded OFDM

Ambiguity
function

Exhibits
range-Doppler
coupling
property.

Exhibits thumbtack
response.

Exhibits
thumbtack
response.

Exhibits
thumbtack
response.

Exhibits
range-Doppler
coupling property.

Exhibits
thumbtack
response.

Doppler
tolerance

Excellent. Sensitive to high
Doppler frequency.
NLFM can be used
when target speed
can be compensated
in the matched filter.

Sensitive to high
Doppler
frequency so a
bank of
matched filters
should be used

Sensitive to high
Doppler
frequency so a
bank of
matched filters
should be used

P3 and P4 have
good Doppler
tolerance.

Sensitive to
high Doppler
frequency.

PSL It’s low when
weighting is
used.

It’s inversely related
to BT product.

1/N 1/
��
N

√
, for PRN It’s inversely related

to sequence length
(see table 1). It’s
lower than that of
binary PC.

It’s High.

Immunity
against
jamming

It’s low due to
range-Doppler
coupling
property.

It’s moderate
because it is
vulnerable to active
echo cancellation.

It’s high. It’s high when
PRN code is
used.

It’s low. These
signals are
vulnerable to the
same deceptive
jammers that attack
chirp radars.

It’s moderate
because it is
vulnerable to
LPI noise
jamming.

Spectrum
sharing

No No No No No Yes
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(10) NLFM, Costas, and PRN waveforms have many advantages.
First, they have low PSL without using windowing functions.
This leads to high-range resolution. Second, their range and
Dopplermeasurement resolution can both be very high because
their ambiguity function is an ideal ‘thumbtack’ formand there-
fore themeasurement ambiguitywill not appear. Consequently,
NLFM, Costas, and PRN waveforms are less vulnerable to
deceptive jammers, unlike LFM and polyphase coded signals.

(11) NLFM, Costas, and PRN waveforms have low Doppler toler-
ance. Therefore, they can be used when the target speed is
approximately known, and can be compensated in thematched
filter, otherwise, a bank of matched filters should be used.

(12) PRN waveform has some advantages over other radar sig-
nals. First, due to its random property, multiple pulses can
be integrated coherently in radar receiver. Whereas, coherent
integration cannot be implemented in the intercept receiver
because the intercepted PRN waveform is a noise-like signal
[47]. Second, PRN waveform is easier to generate than other
waveforms, especially for large pulse compression ratio.

(13) There will be other waveforms that may be more commonly
used in future radar systems. Recently, several methods are
proposed to design and optimize transmit waveform and
its mismatched filter simultaneously in order to suppress
PSL, but the price of this performance is a loss in SNR
[48]. Some of these methods take the Doppler mismatch
into account [49,50].

(14) In fact, with nowadays technologies, radar systems are more
flexible and have more processing power because of using
software defined radio which is based on reconfigurable
hardware. This allows the adaptive selection of the radar
probe signal in the radar transmitter and the corresponding
signal processing in the radar receiver, which could lead to
better anti-jamming capabilities [51].

Conclusion

This paper reviewed the current research in the commonly used
radar signals. It compared between them in terms of Doppler tol-
erance, time-sidelobe level, as well as immunity against jamming.
It was shown that PRN waveform is attractive to be used in radar
systems. First, because it has anti-jamming capability so it is very
difficult to jam it by velocity deception. Second, because it has a
high-range resolution. Third, because it achieves low PSL when a
mismatched filter is used. Whereas, OFDM signal is preferable
when the radar and the communication system operate in the
same bandwidth because of its capability to adjust and turn on
and off the individual sub-carriers for better spectrum utilization.
On the other hand, the development trend of radar signals is by
simultaneous optimization of transmit waveform and its mis-
matched filter in order to take a time-sidelobe level, Doppler tol-
erance, and anti-jamming capability into account. The presented
results and comparison between radar signals are helpful for
researchers in radar systems and electronic warfare field.
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